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FOREWORD

The ITU Telecommunication Standardization Sec{tfU-T) is a permanent organ of the InternationBtlecom-
munication Union. ThelTU-T is responsible for studyindechnical, operatingand tariff questionsand issuing
Recommendations on them with a view to standardizing telecommunications on a worldwide basis.

The World Telecommunication Standardization Conference (WTSC), which meets every four years, edtabtigbied
for study by the ITU-T Study Groups which, in their turn, produce Recommendations on these topics.

ITU-T Recommendation Q.933 was prepared bylTheT Study Group X(1988-1993) andvas approved bthe WTSC
(Helsinki, March 1-12, 1993).

NOTES

1 As a consequence ofraform proceswithin the Internationallelecommunication UniofiTU), the CCITT
ceased to exist as of 28 Februa893. In itsplace, thelTU Telecommunication Standardization SedidiU-T) was
created as of 1 March993. Similarly, in this reform processthe CCIR and thelFRB have been replaced by the
Radiocommunication Sector.

In order not to delay publication tiiis Recommendation, no change has been matleeitext to references containing
the acronyms “CCITT, CCIR or IFRB” otheir associated entities such as Plenasgembly, Secretariat, etEuture
editions of this Recommendation will contain the proper terminology related to the new ITU structure.

2 In this Recommendation, the expression “Administration” is u$ed conciseness tdndicate both a
telecommunication administration and a recognized operating agency.

O ITU 1994

All rights reserved. No part @his publicationmay bereproduced or utilized iany form or by anyneans, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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Recommendation Q.933

DIGITAL SUBSCRIBER SIGNALLING SYSTEM No. 1 (DSS 1) -
SIGNALLING SPECIFICATION FOR FRAME
MODE BASIC CALL CONTROL

(Helsinki, 1993)

1 Purpose, scope and structure

1.1 Purpose

This Recommendation specifiise procedurefor the establishing, maintaining, and clearingFehme Mode (Frame
Relaying or Frame Switching) connectionstla¢ User-network interface. These procedures are defineerrims of
messageand procedures at the SGee Note) reference point fBrchannel, and D-chann&#hme modeconnection to a
Frame Handler (FHAindRemote Frame Handler (RFH). These messagdsprocedureare applicable to both basic-rate
and primary-rate interfaces. They are generally aligned with those defined in Recommendation Q.931, 1992.

NOTE — The notation S/T indicates S and T, or, S or T reference point.

1.2 Scope

The scope of this Recommendation covers the following procedures at the S/T reference point:

1) circuit-switched access to a remdtame handler (case A) by establishing bearer channel (B or H)
associatedrame modeconnections. In this case, tlimme modenetwork handler is provided using
in-channel signalling (see Figure 1-1), or

2) access tohe frame modevirtual circuit service orthe locallSDN (case B) byestablishing drame mode
connection. This connectianay beinitiated by the user or tHEDN. Both beareand D-channelsay be
used in this case (see Figure 1-2).

1.3 Structure

This Recommendation is structured in tb@me way as Recommendatigh931. Whenever differences exist in
procedures, messagasd/or information elements, these are clearly pointedmadfully specified. Information elements
of Recommendatio®.931 whichare directly applicable tframe modecalls, but require no enhancemefds frame
mode calls, ardhandled by directeference to Recommendati@h931. This is done in order @void unnecessary
duplication.

Clause 1 describes the purposegpeand structure of thiRecommendation. Clause 2 providescwerview of frame
mode call controlnd defines call control states. Clausgp8cifiesthe messageand clause 4pecifies generahessage
formatandinformation coding. Clause 5 specififee procedurefor the establishing, maintaining, and clearingrafme
mode connections at the S/T reference point.

2 Overview of frame mode connection control

In this Recommendation, therms “incoming”and “outgoing”are used to describe tframe modecall as viewed by the
user side of the interface.

This clause defines the frame mode call control states that individuainegilsave. These definitions do napply to the
state of the interface itselgny attached equipmenthe D-channel or the logical links uséar signalling on the
D-channel. Because sevefame modecalls may exist simultaneously at a user-network interfaoe each calnay be
in a different state, the state of the interface itself cannot be unambiguously defined.

Recommendation Q.933  (03/93) 1



NT2
or
TE1l

T1129840-91/d01

RFH Remote frame handler

ET Exchange termination
Step1 Circuit mode bearer connection establishment between TEL/NT2 and RFH using Q.931 procedures.

Step2 In-channel Q.933 procedures for establishment of frame mode bearer connection.

NOTES
1 Step 1 is not required if a semi-permanent connection exists between TE1/NT2 and RFH.

2 The RFH may reside outside the ISDN.

FIGURE 1-1/Q.933
Case A: 2 step frame mode call establishment

NT2
or
TE1l

Local exchange

T1129850-91/d02

FH Frame handler
Single step Frame mode bearer connection establishment using Q.933 procedures (D-channel)

NOTES

1 Either a bearer channel or D-channel may be used.

2 The location of the FH function could be remote, but some FH functions are needed in the local exchange
for the support of trame mode bearer service over the D-channel.

FIGURE 1-2/Q.933
Case B: Integrated access
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Detailed descriptions of the procedures for frame mode call control are given in clause 5 in terms of:
a) the sequence of messages defined in clause 3 which are transferred across the user network interface; and

b) the information processing and actions that take place at the user side and the network side.
When differences exist between frame relaying and frame switching bearer services, the differences are explicitly noted.

Throughout thilRecommendation, references are made to B-channel. For sersiocgsH-channels, the references to B-
channels should be taken to refer to the appropriate H-channel.

2.1 Frame mode calls

This subclause defines the call control states for frame mode calls. The procedures for call control are given in clause 5.
The term “call” in this subclause refers to “frame mode call”.

2.1.1  Call states at the user side of the interface

The states which may exist on the user side of the user-network interface are defined in this subclause.

2.1.1.1 Null (UO)

No call exists.

2.1.1.2 Call Initiated (U1)

This state exists for an outgoing call, when the user requests call establishment from the network.

2.1.1.3 Outgoing Call Proceeding (U3)

This state exists for an outgoing cathen the user hagceived acknowledgemetiitat the network haeceived all call
information necessary to effect call establishment.

2.1.1.4 Call Delivered (U4)

This state exists for an outgoing cathen the calling user hasceived an indicatiothat remoteuser alerting has been
initiated.

2.1.1.5 Call Present (U6)

This state exists for an incoming call when the user has received a call establishment request but has not yet responded.
2.1.1.6 Call Received (U7)

This state exists for an incoming call when the user has indicated alerting but has not yet answered.

2.1.1.7 Connect Request (U8)

This state exists for an incoming call when the user has answered the call and is waiting to be awarded the call.

2.1.1.8 Incoming Call Proceeding (U9)

This state exists for an incoming calhen the user has sent acknowledgement that the useredwised all call
information necessary to effect call establishment.

2.1.1.9 Active (U10)
This state exists for an incoming cathen the user hagceived an acknowledgemdram the network that the user has

been awarded the call. This state existsan outgoing calivhen the user hagceived an indicatiothat theremote user
has answered the call.

Recommendation Q.933  (03/93) 3



2.1.1.10 Disconnect Request (U11)

This state exists when the user has requested the network to clear the end-to-end conragj@andifis waitingfor a
response.

2.1.1.11 Disconnect Indication (U12)

This state exists when the user hexeived an invitation to disconnect becatlsenetwork has disconnected #mad-to-
end connection (if any).

2.1.1.12 Release Request (U19)

This state exists when the user has requested the network to release and is waiting for a response.

2.1.2  Call states at the network side of the interface

The call states that may exist on the network side of the user-network interface are defined in this subclause.
2.1.2.1 Null (NO)

No call exists.

2.1.2.2 Call Initiated (N1)

This state exists for an outgoing calhen the network haseceived a call establishment request but has not yet
responded.

2.1.2.3 Outgoing Call Proceeding (N3)

This state exists for an outgoing cathen the network has sent acknowledgement that the networkedeiged all call
information necessary to effect call establishment.

2.1.2.4 Call Delivered (N4)
This state exists for an outgoing call when the network has indicated that remote user alerting has been initiated.

2.1.2.5 Call Present (N6)

This state exists for an incoming cathen the network has sent a call establishment request byenotceived a
satisfactory response.

2.1.2.6 Call Received (N7)

This state exists for an incoming cathen the network hagceived an indicatiothat the user is alerting but has not yet
received an answer.

2.1.2.7 Connect Request (N8)

This state exists for an incoming calhen the network haceived an answer btiie network has notet awarded the
call.

2.1.2.8 Incoming Call Proceeding (N9)

This state exists for an incoming cathen the network hagceived acknowledgemetitat the user haceived all call
information necessary to effect call establishment.

2.1.2.9 Active (N10)

This state exists for an incoming calhen the network has awarded the call to the called user. This statef@xasts
outgoing call when the network has indicated that the remote user has answered the call.

2.1.2.10 Disconnect Request (N11)

This state exists when the network has received a request from the user to clear the end-to-end connection (if any).
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2.1.2.11 Disconnect Indication (N12)

This state exists when the network has disconnected the end-to-end connectity) iid has sent an invitation to
disconnect the user-network connection.

2.1.2.12 Release Request (N19)
This state exists when the network has requested the user to release and is waiting for a response.

2.1.2.13 Call Abort (N22)

This state exists for an incoming call the point-to-multipoint configuration when the call is being cledefdre any
user has been awarded the call.

3 Message functional definitions and content

This clause provides aoverview ofthe messagestructure, which highlights the functional definition anébrmation
content (i.e. semantics) of each message. Each definition includes:

1) A brief description of the message direction and use, including whether the message has:

3.1

2)

a) local significance, i.e. relevant only in the originating or terminating access;

b) access significance, i.e. relevant in the originating and terminating access, but not in the network;
c) dual significance, i.e. relevant in either the originating or terminating access and in the network; or,
d) global significance, i.e. relevant in the originating and terminating access and in the network.

A table listing the codeset O information elements in the order of their appearanceniestiagie (same
relative order by all message types). For each information element, the table indicates:

a) the clause or subclause of this Recommendation describing the information element;

b) the direction in which itnay besent; i.e. user to netwoku - n”), network to use(‘n - u”), or
both;
NOTE - The user-network terminology tinis clause refers to the TE — ET, TE — NAI®INT2 — ET interface

structures.

c) whether inclusion isnandatory(“M”) or optional (“O”), with a reference to notes explaining the
circumstances under which the information element shall be included; and

d) the length of the information element (@rmissible range of lengths), in octets, where “*” denotes

an undefined maximum length, which may be network or service dependent.

NOTE —All messages may contain information elements from codesets 5, 6 and 7 and corresponding locking shift

information element which comply witthe coding rulesspecified in4.5.2 — 4.5.3.None of these information
elements, however, are listed in this clause.

Messages for frame mode connection control

Table 3-1 summarizethe messages for frame modennection control. These messages are a subgbe aiessages
defined andspecified in Recommendatio®.931. The scopeand the significance of themessageaused in this
Recommendation are as defined in Recommend&i®31; wherever differences and/or new information elements are
present, these are clearly pointed out and fully specified.
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TABLE 3-1/Q.933

Messages for frame mode connection control

Message Reference| Message Reference
Call establishment messages: Call clearing messages:

ALERTING 3.1.1 DISCONNECT 3.15

CALL PROCEEDING 3.1.2 RELEASE 3.1.7

CONNECT 3.1.3 RELEASE COMPLETE 3.1.8

CONNECT ACKNOWLEDGE 3.14

PROGRESS 3.1.6 Miscellaneous messages:

SETUP 3.1.9 STATUS 3.1.10
STATUS ENQUIRY 3.1.11

3.1.1  Alerting

This message isent by the called user to the network and by the network to the calling user to indicate that called user
alerting has been initiated. See Table 3-2.

TABLE 3-2/Q.933
ALERTING message content

Message type: ALERTING Direction: both

Significance: global

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1

Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Channel identification 4.5.12 both QNote 1) 2-*
Data link connection identifier 4.5.15 both QNote 2) 2-6
Progress indicator 4.5.24 both QNote 3) 2-4
Display 4.5.16 n- u O (Note 4) (Note 5)
User-user 4.5.28 both QNote 6) (Note 7)
NOTES

1 Mandatory if this message is the first message in response to SETUP for case B.

2 Mandatory if this message is the first response to SETUP message.

3 Included in the event of interworking within a private network.

4 Included if the network provides information that can be presented to the user.

5 The minimum length is 2 octets; the maximum length is 82 octets.

6 Included in the user-to-network direction when an incoming call is offered over a point-point data link and the called user
wants to return usenformation to thecalling user. Included in the network-to-usdirection if thecalleduser included user
information in the ALERTING message.

7 The minimum length is 2 octets; the standard default maximum length is 131 octets.
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3.1.2  Call proceeding

This message isent by the called user to the network or by network to the calling user to indicate that the requested call
establishment has been initiated and no more call establishment information will be accepted. See Table 3-3.

TABLE 3-3/Q.933
CALL PROCEEDING message content

Message type:  CALL PROCEEDING Direction: both

Significance: local

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1

Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Channel identification 4.5.12 both Q(Note 1) 2-*
Data link connection identifier 4.5.15 both QNote 2) 2-6
Progress indicator 4.5.24 both QNote 3) 2-4
Display 4.5.16 n- u O (Note 4) (Note 5)
NOTES

1 Mandatory if this message is the first message in response to SETUP.

2 Mandatory if this message is the first response to SETUP message.

3 Included in the event of interworking within a private network.

4 Included if the network provides information that can be presented to the user.

5 The minimum length is 2 octets; the maximum length is 82 octets.

3.1.3 Connect

This message is sent by the called user to the network and by the network to the calling user to indicate call acceptance by
the called user. See Table 3-4.

3.1.4  Connect acknowledge

This message isent by the network to the called user to indicate the user has been awarded theaygdlistt be sent
by the calling user to the network to allow symmetrical call control procedures. See Table 3-5.

3.1.5 Disconnect

This message isent by the user to request the network to cleafrime modeconnection or is sent by the network to
indicate that the frame mode connection is cleared. See Table 3-6.

3.1.6  Progress

This message is sent by the user or the network to indicate the progress of a calenttud interworking. Se€able 3-
7.

3.1.7 Release

This message isent by the user or the network to indicate that the equipment sendimgsbagéas disconnected the
frame modeconnection and intends telease the data link connection identifierafify) and the calfeferenceand that
the receiving equipment should release the data link connection ideatifi@repare to releashe call referencafter
sending RELEASE COMPLETE. See Table 3-8.

In case B, the bearer channel will be released when releasing the last frame mode connection.

Recommendation Q.933  (03/93) 7



TABLE 3-4/Q.933
CONNECT message content

Message type:  CONNECT Direction: both

Significance: global

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1

Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Channel identification 4.5.12 both Q(Note 1) 2-*
Data link connection identifier 4.5.15 both QNote 2) 2-6
Progress indicator 4.5.24 both Q(Note 3) 2-4
Display 4.5.16 n- u O (Note 4) (Note 5)
End-to-end transit delay 4.5.17 both Q(Note 6) 2-11
Packet layer binary parameters 4.5.23 both QNote 7) 2-3
Link layer core parameters 4.5.19 both QNote 8) 2-27
Link layer protocol parameters 4.5.20 both Q(Note 9) 2-9
Connected number 4.5.13 both Q(Note 10) 2-*
Connected sub-address 4.5.14 both Q(Note 10) 2-23
X.213 priority 4.5.29 both Q(Note 11) 2-8
Low layer compatibility 4521 both Q(Note 12) 2-16
User-user 4.5.27 both Q(Note 13) (Note 14)
NOTES

1 Mandatory in case B, if this message is the first message in response to SETUP.

2 Mandatory if this message is the first response to SETUP message.

3 Included in the event of interworking within a private network.

4 Included if the network provides information that can be presented to the user.

5 The minimum length is 2 octets; the maximum length is 82 octets.

6 Included in the user-to-network direction when the respondssgreceivedthe End-to-end transit delagformation
element inthe SETUP message. Includedtime network-to-user direction if the respondimger included in th€ ONNECT
message.

7 Included in the user-to-network direction when the respondiser receivedthe packet layer binary parameter
information element ithe SETUP message. Included time network-to-user direction if the respondinger included in the
CONNECT message.

8 Included in the user-to-network direction when the responaiegreceivedthe Link layercoreparameters information
element inthe SETUP message. Includedtime network-to-user direction if the respondimger included in th€ ONNECT
message.

9 In case of Frame Relaying, it is includedh& responding user wants to return lialger protocol parameters to the
calling user. It is carried transparently by the network.

In case of Frame Switching, it is included in the network-to-user direction when the network wadisate the agreed
link layer protocol parameters to tisalling user. Included in the user-to-netwatkection when respondingser wants to
indicate the agreed link layer protocol parametaelues tothe network. In this case these parametasge only local
significance.

10 Optionally included by theser to indicate the connected user to ahking user, according t@®SI network service
requirements.

11 Included in the user-to-network direction when the responasegreceivedthe X.213priority information element in
the SETUP message. Included in the network-to-user direction if the responding user included in the CONNECT message.

12  Included in the user-to-network direction when the answering user wants tdaetlemer compatibility information ta
the calling user. Included in the network-to-usdirection if theuser awarded theall included a Low layer compatibility
information element ithe CONNECT message. Optionally included fow layer compatibility negotiation tthe calling user
(see Annex J/Q.931).

13 Included in the user-to-network direction when the answerdieg wants to return useformation to thecalling user.
Included in the network-to-user direction if theser awarded theall included a User-user information element in the
CONNECT message.

14  The minimum length is 2 octets; the standard default maximum length is 131 octets.
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TABLE 3-5/Q.933

CONNECT ACKNOWLEDGE message content

Message type:  CONNECT ACKNOWLEDGE Direction: both
Significance: local
Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Display 4.5.16 n- u O (Note 1) (Note 2)
NOTES
1 Included if the network provides information that can be presented to the user.
2 The minimum length is 2 octets; the maximum length is 82 octets.
TABLE 3-6/Q.933

DISCONNECT message content
Message type:  DISCONNECT Direction: both
Significance: global
Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Cause 4511 both M 4-32
Display 4.5.16 n-u O (Note 1) (Note 2)
Connected number 4.5.13 both QNote 3) 2-*
Connected sub-address 4.5.14 both Q(Note 3) 2-23
User-user 4.5.28 both QNote 4) (Note 5)
NOTES
1 Included if the network provides information that can be presented to the user.

2 The minimum length is 2 octets; the maximum length is 82 octets.

3 Optionally included by theser to indicate the connected user todaking user, according t@®SI network service

requirements.

4 Included when the user initiates call clearing and wants to pass user information to the remote user at call clear|

5 The minimum length is 2 octets; the standard default maximum length is 131 octets.
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TABLE 3-7/Q.933

PROGRESS message content

Message type: PROGRESS Direction: both
Significance: global
Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Cause 4511 both Q(Note 1) 2-32
Progress indicator 4.5.24 both M 4
Display 4.5.16 n- u O (Note 2) (Note 3)
NOTES
1 Included by the user or the network to provide additional information concerning the interworking.
2 Included if the network provides information that can be presented to the user.
3 The minimum length is 2 octets; the maximum length is 82 octets.
TABLE 3-8/Q.933

RELEASE message content
Message type: RELEASE Direction: both
Significance: local (Note 1)
Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Cause 4511 both Q(Note 2) 2-32
Display 4.5.16 n- u O (Note 3) (Note 4)
Connected number 4.5.13 both Q(Note 5) 2-*
Connected 4.5.14 both Q(Note 5) 2-23
User-user 4.5.28 both QNote 6) (Note 7)
NOTES

1 This messaghkaslocal significance; however, it mayarry information of global significance whesed as the firgtall

clearing message.

2 Mandatory in the firstall clearing message, includivghen theRELEASE message is sent as a result of an e

handling condition.

3 Included if the network provides information that can be presented to the user.

4 The minimum length is 2 octets: the maximum length is 82 octets.

5 Optionally included by theiser to indicate the responding user to ¢hiing user according t®SI| network service
requirements, if RELEASE is the first call clearing message.

6 Included when th®ELEASEmessage is the firsill clearing messagandthe user initiatesall clearingand wants to
pass information to the remote user at the call clearing time.

7 The minimum length is 2 octets; the standard default maximum length is 131 octets.

rror
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3.1.8 Release complete

This message isent by the user or the network to indicate that the equipment sendimgsbagédnas released the call
referenceand, if appopriate, the channel. The channel, if releasedyddlable forreuse. The receiving equipment shall
release the call reference. See Table 3-9.

TABLE 3-9/Q.933
RELEASE COMPLETE message content

Message type: RELEASE COMPLETE Direction: both

Significance: local (Note 1)

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1

Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Cause 4511 both Q(Note 2) 2-32
Display 4.5.16 n-u O (Note 3) (Note 4)
Connected number 4.5.13 both Q(Note 5) 2-*
Connected sub-address 4.5.14 both Q(Note 5) 2-23
User-user 4.5.28 both QNote 6) (Note 7)
NOTES

1 This messaghkaslocal significance; however, it mayarry information of global significance whesed as the firgtall
clearing message.

2 Mandatory in the firstall clearing message, includimghen theRELEASE COMPLETEmMessage is sent as a result of
an error handling condition.

3 Included if the network provides information that can be presented to the user.
4 The minimum length is 2 octets: the maximum length is 82 octets.

5 Optionally included by theiser to indicate the responding user to ¢hling user according t®SI| network service
requirements, if RELEASE COMPLETE is the first call clearing message.

6 Included when th®RELEASE COMPLETHEnNessage is the firsall clearing messagandthe user initiatesall clearing
and wants to pass information to the remote user at the call clearing time.

7 The minimum length is 2 octets; the standard default maximum length is 131 octets.

3.1.9 Setup

This message isent by the calling user to the network and by the network to the called user to fiitreemodecall
establishment. See Table 3-10.

3.1.10 Status

This message is sent by the user or the network in response to a STATUS ENQUIRY message or atlangdimeall
to report certain error conditions as listed in 5.8/Q.931. See also Table 3-11.

3.1.11 Status enquiry

This message isent by the user or the networkeaaty time to solicit a STATUSnessage fronthe peer layer 3 entity.
Sending a STATUS message in response to a STATUS ENQUIRY message is mandatory. See Table 3-12.

3.2 Messages used with global call reference

See 3.4/Q.931.
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TABLE 3-10/Q.933

SETUP message content

Message type: SETUP Direction: both

Significance: global

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1

Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Bearer capability 455 both M 4-5
Channel identification 45.12 both QNote 1) -*
Data link connection identifier 4.5.15 both QNote 2) 2-6
Progress indicator 4.5.24 both Q(Note 3) 2-4
Network-specific facilities 4.5.22 both Q(Note 4) 2-*
Display 4.5.16 n- u O (Note 5) (Note 6)
End-to-end transit delay 4.5.17 both QNote 7) 2-11
Packet layer binary parameters 4.5.23 both QNote 8) 2-3
Link layer core parameters 4.5.19 both QNote 9) 2-27
Link layer protocol parameters 4.5.20 both Q(Note 10) 2-9
X.213 priority 4.5.29 both Q(Note 11) 2-8
Calling party number 459 both Q(Note 12) -*
Calling party sub-address 4.5.10 both Q(Note 13) 2-23
Called party number 45.7 both Q(Note 14) -*
Called party sub-address 4.5.8 both (Nvte 15) 2-23
Transit network selection 4.5.27 u-n O (Note 16) -*
Repeat indicator 4.5.25 both Q(Note 17) 1
Low layer compatibility 4521 both Q(Note 18) 2-16
High layer compatibility 4.5.18 both Q(Note 19) 2-4
User-user 4.5.28 both Q(Note 20) (Note 21)
NOTES

1 Mandatory in the network-to-user direction. Included in the user-to-network direction whesetheants tandicate a
channel. If not included, its absence is interpreted as “any channel acceptable”. No channel negotiation is allowed in

2 Mandatory in the network-to-user direction. Included in the user-to-network direction whesetheants tandicate
the DLCI value to be used for the frame mode call.

2 Included in the event of interworking within a private network.

4 Included by the calling user or the network to indicate network specific facilities information (see Annex E/Q.931).
5 Included if the network provides information that can be presented to the user.

6 The minimum length is 2 octets; the maximum length is 82 octets.

7 May be omitted in the user-to-network direction, if t@ling user accepts defawtlues forthis Quality of Service

parameter. Always included in the network-to-user direction to indicate cumulative end-to-end transit delay to the calle

8 Included in the user-to-network direction when dadling user wants tqrovide OSInetwork servicerequirements,
Included in the network-to-user direction if the calling user included a packet layer binary parameter information elem
SETUP message.

9 Included in the user-to-network direction when ¢h#ing user wants tandicate the proposed link layeoreparameter
values tothe network.Always included inthe network-to-user direction to indicate the proposed link lapes parameter,
values to the called user.

If the Link layer core parameter information element is not present in the user-to-network direction the default va
be assumed, arttie networkwill negotiate link layer corparameters with thealleduser based on thealling user default
values.

case A.

2d user.

ent in the

lues will
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TABLE 3-10/Q.933end)

SETUP message content

NOTES

10 In case of Frame Relaying, it is includethi calling user wants tandicate link layer protocol parameters to taled
user. Itis carried transparently by the network.

In case of Frame Switching, it is included in the user-to-network direction wheraltimg user wants tandicate the
proposed link layer protocol parameter valuesh® network. Included in the network-to-user direction when the nety
wants toindicate the proposed link layer protocol paramegdues tothe calleduser. In this case these parameterge only
local significance.

11 Included in the user-to-network direction when tiadling user wants tgrovide OSlnetwork servicerequirements,
Included in the network-to-user direction if tlwalling user includedX.213 priority information element irthe SETUP
message.

12  May be included by the calling user or the network to identify the calling user.

13 Included in the user-to-network direction whenahling user wants tindicate thecalling party sub-address. Include
in the network-to-user direction if thealling user included &Calling party sub-addresmformation element irthe SETUP
message.

14  The Callechbarty numbeinformation element is included liie user taonvey callechbarty numbetinformation to the
network. The Callegbarty numbeiinformation element is included lifie network whercalled party numbeiinformation is
conveyed to the user.

15 Included in the user-to-network direction when ¢b#ing user wants tandicate thecalledparty sub-address. Include
in the network-to-user direction if trealling user included &alled party sub-addresmformation element irthe SETUP
message.

16 Included by the calling user to select a particular transit network (see Annex C/Q.931).

17  The Repeat indicator information element is included immediately bibfriérst Low layer compatibility information
element when the low layer compatibility negotiation procedure is used (see Annex J/Q.931).

18 Included in the user-to-network direction when ¢h#ing user wants to padew layer compatibility information to the
called user. Included in the network-to-user direction if the callseg included &ow layer compatibility information eleme
in the SETUP message.

ork

o

o

D

19 Included in the user-to-network direction whenaaking user wants to passgh layer compatibility information to the
called user. Included in the network-to-user direction if the calling user included a High layer compatibility information felement
in the SETUP message.
20 Included in the user-to-network direction when tiadling user wants to pass usirformation to thecalled user.
Included in the network-to-user direction if the calling user included User-user information element in the SETUP message.
21  The minimum length is 2 octets; the standard default maximum length is 131 octets.
TABLE 3-11/Q.933
STATUS message content
Message type: STATUS Direction: both
Significance: local
Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Cause 4511 both M 4-32
Call state 4.5.6 both M 3
Display 4.5.16 n-u O (Note 1) (Note 2)
NOTES
1 Included if the network provides information that can be presented to the user.
2 The minimum length is 2 octets; the maximum length is 82 octets.
Recommendation Q.933  (03/93) 13



TABLE 3-12/Q.933
STATUS ENQUIRY message content

Message type: STATUS ENQUIRY Direction: both

Significance: local

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1

Call reference 4.3 both M 2-*
Message type 4.4 both W 1
Display 4.5.16 n- u O (Note 1) (Note 2)
NOTES

1 Included if the network provides information that can be presented to the user.

2 The minimum length is 2 octets; the maximum length is 82 octets.

4 General message format and information element coding

The figuresand text in this clause describessage&ontents. Within each octet, the bit designated “bit 1” is transmitted
first, followed by bits 2, 3, 4, etc. Similarly, the octet shown at the top of each figure is sent first.

4.1 Overview

See 4.1/Q.931.

4.2 Protocol discriminator

See 4.2/Q.931.

4.3 Call reference

See 4.3/Q.931.

4.4 Message type
The purpose of the message type is to identify the function of the message being sent.

The message type fhe third part of every messageBit 8 is reserved for possible fute use as an extension bit. See
Figure 4-1 and Table 4-1.

8 7 6 5 4 3 2 1 Octet

0 Message type 1

FIGURE 4-1/Q.933
Message type
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TABLE 4-1/Q.933

Message types

Bits
8765 4321
0000 0000 Escape to nationally specified message types; see Note.
000- ---- Call establishment messages:
0 0001 ALERTING
0 0010 CALL PROCEEDING
00111 CONNECT
01111 CONNECT ACKNOWLEDGE
00011 PROGRESS
00101 SETUP
010- ---- Call clearing messages:
00101 DISCONNECT
01101 RELEASE
11010 RELEASE COMPLETE
011- ---- Miscellaneous messages:
0 0000 SEGMENT
11101 STATUS
10101 STATUS ENQUIRY
NOTE —When used, the message typelésined in thefollowing octet(s), according to national specification.
The extension mechanism (bit 8 of the message type) is independent of the escape mechanism for the message.

4.5 Other information elements

45.1 Coding rules

See 4.5.1/Q.93&xcept for information elemeidentifier coding table. See Table 4 information element identifier
coding.

45.2 Extensions of codesets

See 4.5.2/Q.931.

4.5.3  Locking shift procedure
See 4.5.3/Q.931.

4.5.4  Non-locking shift procedures
See 4.5.4/Q.931.

45,5  Bearer capability

The purpose of the Beareapability information element is to indicate a requested Recommendation |.233seedoer

to be provided by the network.(See Figure dn2i Table 4-3.) It contains only informatiowhich may beused by the
network (see Annex 1/Q.931). The use of the bearer capability information element in relation to compatibility checking is
described in Annex B/Q.931.

No default bearer capabilityay beassumed by the absence of this information elementmigbgmumlength of this
information element is 5 octets.

Recommendation Q.933  (03/93) 15



TABLE 4-2/Q.933

Information element identifier coding

Max length
8765 4321 Reference (octets)
(Note 1)
1 - Single octet information elements
000 ---- reserved
001 ---- Shift (Note 2) 453 1
101 ---- Repeat indicator 4.5.25 1
O Variable length information elements:
000 0000 Segmented message 4.5.26
000 0100  Bearer capability 455 5
000 1000 Cause (Note 2) 45.11 32
001 0100 Call state 456 3
001 1000 Channel identification 45.12 (Note 4)
001 1001 Data link connection identifier (Note 7) 4.5.15 6
001 1110 Progress indicator (Note 2) 45.24 4
010 0000  Network specific facilities (Note 2) 4.5.22 (Note 4)
010 1000 Display 4.5.16 82
100 0010 End-to-end transit delay 4.5.17 11
100 0100 Packet layer binary parameters (Note 7) 4.5.23 3
100 1000 Link layer core parameters (Note 7) 4.5.19 27
100 1001  Link layer protocol parameters (Note 7) 4.5.20 9
100 1100 Connected number 4.5.13 (Note 4)
100 1101  Connected sub-address 4.5.14 23
101 0000  X.213 priority (Note 7) 4.5.29 8
101 0001  Report type (Note 7) A3.1 3
101 0011  Link integrity verification (Note 7) A.3.2 4
101 0111 PVC status (Notes 2 and 7) A3.3 5
110 1100 Calling party number 4.5.9 (Note 4)
110 1101  Calling party sub-address 4.5.10 23
111 0000  Called party number 4.5.7 (Note 4)
111 0001 Called party sub-address 458 23
111 1000 Transit network selection (Note 2) 4.5.27 (Note 4)
111 1100 Low layer compatibility (Note 6) 45.21 14
111 1101  High layer compatibility 4.5.18 4
111 1110  User-user 4.5.28 131
111 1111  Escape for extension (Note 3)
All other values are reserved (Note 5)
NOTES
1 The length limits described fdhe variable length information elemerslow take into accounbnly the presenCCITT
standardized coding values.
2 This information element may be repeated.
3 This escape mechanism is limited to codesetsabds7(see4.5.2). When thescape for extension ised, thenformation
element identifier is contained in octet-group 3 and the content of the information element follows in the subsequent octefs.
4 The maximum length is network dependent.
5 The reserved values withits 5 to 8 coded0000” are for future information elements for which comprehension by the
receiver is required (see 5.8.7.1/Q.931).
6 This information element may be repeated in conjunction with the Repeat indicator information element.
7 Information elements defined in this Recommendation; not present in Recomme@d@8an
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8 7 6 5 4 3 2 1 Octet

Bearer capability
0 0 0 0 0 1 0 0 1
Information element identifier
Length of the bearer capability contents 2

1 Coding . .

ext. standard Information transfer capability 3

1 Transfer 0 0 0 0 0 4

ext. mode Reserved (Note 1)

1 1 0 . i 6

i | 2 |

oxt. Layer 2 ident. User informationlayer 2 protocol (Note 2)
NOTES
1 Octet 5 is omitted. The configuration is assumed tgdiat-to-point;and the
method of establishment is on demand.
2 Octet 6 isused toselect between Frame Relayiagd Frame Switching bearer
services.

FIGURE 4-2/Q.933

Bearer capability information element

TABLE 4-3/Q.933

Bearer capability information element

Coding standard (octet 3)
Bits
76
00 CCITT standardized coding as described below

Information transfer capability (octet 3)
Bits
54321
01000 Unrestricted digital information
All other values are reserved

Transfer mode (octet 4)
Bits
76
01 Frame mode
All other values are reserved

User information layer 2 protocol (octet 6)
Bits
54321
01110 Recommendation Q.922
01111 Core aspects of frame mode (Annex A/Q.922)
All other values are reserved
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4.5.6 Call state

See 4.5.7/Q.931. The relevant states are described in 2.1.

45.7  Called party number

See 4.5.8/Q.931.

45.8 Called party sub-address

See 4.5.9/Q.931.

45,9 Calling party number

See 4.5.10/Q.931.

4.5.10 Calling party sub-address

See 4.5.11/Q.931.

45,11 Cause

See 4.5.12/Q.931.

4.5.12 Channel identification

See 4.5.13/Q.951.

4.5.13 Connected number

See 5.4.1/Q.951.

4.5.14 Connected sub-address

See 5.4.2/Q.951.

4.5.15 Data link connection identifier

The Data link connection identifier information element has two purposes: it identifies the Data link connection identifier
selection option (i.e. preferred or exclusive)d the Data link connection identifier requested or assighieid.
information element is present in the SETlBssageand in thefirst response to the SETURessage. See Figure 4-3

and Table 4-4.

The maximum length of this information element is 6 octets.

4.5.16 Display
See 4.5.16/Q.931.

4.5.17 End-to-end transit delay

The purpose of the End-to-end trandélay information element is to requestid indicate the nominahaximum
permissible transit delay applicable on a per call basis to the frame mode call.

Transit delay ighe end-to-endne-waytransit delayfor frame modedata transfer phase, on the user plane, between
calling user and called user. It includes the tptatessing time ithe end usesystemge.g. processing time plus any
additional transit delays). It contains three values: cumulative, requested, and maximum end-to-end delays.

The cumulative delay ithe highestdelaythat should be experienced by 95% of flzenes ofthe requestedhaximum
frame size. 95% of the frames for the frame mode call will transftahee modeuser plane at or belothis transitdelay.
The cumulative transit delay is calculated uding maximum framesize. The value encoded the cumulative transit
delay field inthe SETUPmessagesentfrom the network to the called user should exceedviilee encoded in the
SETUP message received from the calling user by an amount equatidaphexpectedithin the networlfor frames of
that call sent during thtame modecall data transfer phase. The requestad maximum delay valueare used to
determine if the call can be set up to meet the end user specified delay values.
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8 6 5 4 3 2 1 Octet
Data link connection identifier
0 0 1 1 0 0 1 1
Information element identifier
Length of data link connection identifier contents 2
0 Prev./ Data link connection identifier 3
ext. Excl. (Most significant 6 bits) (Note 1)
(Note 2)
0/1 Data link connection identifier Spare 3a
ext. (2nd most significant 4 bits) (Note 3)
1 Data link connection identifier 0 3b*
ext. (3rd most significant 6 bits) (res) (Note 4)
0 Data link connection identifier 3b*
ext. (3rd most significant 7 bits) (Note 5)
1 Data link connection identifier 0 3c*
ext. (4th most significant 6 bits) (res) (Note 5)
NOTES
1 Thestandarddefault length of th®LCI is two octets. Optionally, someetworks may alsoffer a
three or four octet DLCI, in which case the length of the DLCI is established by subscription.
2 Bit 6 of octet 3 is the most significant bit in Data link connection identifier.
3 These bits are usddr congestion control in the Franielayingbearerservice fordata transfer
phase (see Annex A/Q.922).
4 This octet shall be included only when subscription allows a three octet DLCI (16 bits).
5 These octets shall both be included only when subscription allows a four octet DLCI (23 bits).

FIGURE 4-3/Q.933

Data link connection identifier information element

TABLE 4-4/Q.933

Data link connection identifier information element

Preferred/Exclusive (octet 3)

Bit
7

0
1

Indicated logical link identifier is preferred
Exclusive; only the indicated logical link identifier is acceptable

Data link connection identifier (octet 3 and 3a, optionally 3b and 3c)

Data link connection identifier is coded in binary

Recommendation Q.933
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The CONNECT message contains the final end-to-end accumulated transit delay taduagteedanaximum frame size
is less than that requested by the calling user, the actualrdelalgeless than the calculatedlue (e.gsomeportions of
the delay are calculated on a higher maximum frame size).

NOTE - In some scenarigavolving interworking between frame mode netwoiksd other networks, this information
element maynot convey sufficient information to convesimultaneously end-to-end transit delay betw®&i network serviceusers
and toprovide for efficientsetting ofdata linklayer parameters. Additional formats may be neededufiport thefull range of
scenarios.

The maximum length of this information element is 11 octets.

For coding, see 4.6.2/Q.931.

4.5.18 High layer compatibility
See 4.5.17/Q.931.

4.5.19 Link layer core parameters

The purpose of the Linkayer parameters information element isiridicate requested core service quapgrameter
values to be used for the frame mode call. See Table 4-4 and Table 4-5.

The maximum length of this information element is 27 octets.

4.5.20 Link layer protocol parameters

The purpose of the Linlayer protocol parameters information element igticate requesteldyer 2 parameter values
for the link layer elements of procedures to be used for the call. See Figure 4-5 and Table 4-6.

The maximum length of this information element is 9 octets.

4.5.21 Low layer compatibility

The purpose of théow layer compatibility information element is to provide a meadch should be used for
compatibility checking by an addressed entity (e.g. a reos&eor an interworking unit or a higdyer function network

node addressed by the calling user). The Low layer compatibility information element is transferred transpdramity by

mode network between the call originating entity (e.g. the calling user) and the addressed entity. See Annex B/Q.931 and
Annex 1/Q.931.

If low layer compatibility negotiation is allowed khe network (see Annex J/Q.931), thew layer compatibility
information element is also passed transpardrdiy the addressed entity to the originating entity. See Figure 4-6 and
Table 4-7.

The maximum length of this information element is 14 octets.
4.5.22 Network-specific facilities

See 4.5.21/Q.931.

4.5.23 Packet layer binary parameters

The purpose of the Packlgyer binary parameters information element isnidude the requesteldyer 3 parameter
values for support of the OSI connection mode network service (CONS) to be used for the call.

The maximum length of this information element is 3 octets. See Figure 4-7.

4.5.24 Progress indicator
See 4.5.23/Q.931.

4.5.25 Repeat indicator
See 4.5.24/Q.931.

4.5.26 Segmented message

See 4.5.26/Q.931.
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8 7 6 5 4 3 2 1 Octet

Link layer core parameters
0 1 0 0 1 0 0 0 1
Information element identifier (Note 1)
Length of link layer core parameters contents 2
Maximum frame mode information field (FMIF) size 3
0 ext. 0 0 0 1 0 0 1
0 ext. Outgoing maximum FMIF size 3a
0/1 ext. Outgoing maximum FMIF size (cont.) 3b
0 ext. Incoming maximum FMIF size 3c*
1 ext. Incoming maximum FMIF size (cont.) 3d*
Throughput 4*
0 ext. 0 0 0 1 0 1 0 (Note 2)
0 ext. Outgoing magnitude ‘ Outgoing multiplier 4a*
0/1 ext. Outgoing multiplier (cont.) 4b*
0 ext. Incoming magnitude ‘ Incoming multiplier 4c*
1 ext. Incoming multiplier (cont.) 4d*
Minimum acceptable throughput 5*
0 ext. 0 0 0 1 0 1 1 (Notes 3, 4)
0 ext. Outgoing magnitude ‘ Outgoing multiplier 5a* (Note 4)
0/1 ext. Outgoing multiplier (cont.) 5b* (Note 4)
0 ext. Incoming magnitude ‘ Incoming multiplier 5c* (Note 4)
1 ext. Incoming multiplier (cont.) 5d* (Note 4)
Committed burst size 6*
0 ext. 0 0 0 1 1 0 1 (Note 5)
0 ext. Outgoing committed burst size value 6a*
0/1 ext. Outgoing committed burst size value (cont.) 6b*
0 ext. Incoming committed burst size value 6c*
1 ext. Incoming committed burst size value (cont.) 6d*
Excess burst size *
0 ext. 0 0 0 1 1 1 0 (Note 6)
0 ext. Outgoing excess burst size value Ta*
0/1 ext. Outgoing excess burst size value (cont.) 7b*
0 ext. Incoming excess burst size value 7c*
1 ext. Incoming excess burst size value (cont.) 7d*
NOTES
1 All the parameters are optioraaid position independent. If certain parameters are not included, the network default

value will beused. The termoutgoing” is defined in the directioffom callinguser tocalleduser. The ternfincoming” is
defined in the direction from called user to calling user.

2 When octet 4 is present, octet dad octet 4b shall also be present. Additionally, octet grouprt 4dmay be
included.

3 When octet 5 is present, octet &ad octet 5b shall also be present. Additionally, octet grouprtt 5dmay be
included.

4 Included only in the SETUP message.

5 When octet 6 is present, octet &ad octet 6b shall also be present. Additionally, octet grougrét 6dmay be
included.

6 When octet 7 is present, octet &ad octet 7b shall also be present. Additionally, octet groupnit 7dmay be
included.

7 “Throughput”and“Measurement interve]T)” (see Table 4-5, sheet 2 of 2) are defined@smmitted Information

Rate (CIR)” and “Committed rate measurement intervg)’(ih Recommendation 1.370, respectively.

FIGURE 4-4/Q.933

Link layer core parameters information element

Recommendation Q.933  (03/93) 21



TABLE 4-5/Q.933 (sheet 1 of 2)

Link layer core parameters information element

Maximum frame mode information field (FMIF) (octets 3, 3a, 3b, 3c and 3d)

The frame mode information field sizetiee number of user dattets after thaddresdield andbefore the=CS field in a frame
mode frame. The count is done either before zero-bit insertifmll@ring zero-bitextraction. If the frame mode informatidield
is symmetrical, octet 3a and 3b indicate the size in both direciadsctet 3cand 3dare absent. Thmaximum size ofhe frame
mode information field is a system parameter and is identified as N203.

Outgoing maximum FMIF size (octets 3a and 3b)

The outgoing maximum FMIF size is used to indicate the maximum number of end user data octets in a frame for the calling user to
the called user direction. The size is in octets and is encoded in binary.

Incoming maximum FMIF size (octets 3c and 3d)

The incoming maximum FMIF size is used to indicate the maximum number of end user data octets in a fraedléatuber to
the calling user direction. The size is in octets and is encoded in binary.

NOTE 1 —The maximum frame mode information field size allowed t#oe D-channel i262 octets. For B- and
H-channels a larger FMIF size is allowed (e.g. ug@86 octets). The default value tiie frame mode informatiofield size is
defined in Recommendation Q.922. The users may negotiate a maximum FMIF size that is lower than the maximumtRBtIF size
the network can deliver. The network is not required to enforce the negotiated FMIF value.

Throughput (octets 4, 4a, 4b, 4c and 4d)

The purpose of the throughpiigld is to negotiatéhe throughpufor thecall. Throughput is theveragenumber of “framemode
information” field bits transferred per second across a user-network interface in one direction, measured over an interval af duration
wpy

This field, when present in tHBETUP message, indicates requestedughput, which is the lesser of the throughput requested by
the calling user and throughpuwvailable fromthe network(s), but is ndessthan theminimum acceptabl¢hroughput. When
present in the€ ONNECT message, it indicatése agreed throughput, which is the throughput acceptable walivey user, the
called user and the network(s).

If the throughput isssymmetrical (i.e. thealues inthe incomingandoutgoing directions are different), octets &ad 4bindicate
throughput in theutgoing direction (from thealling user) andctets 4cand 4dindicate throughput in thcoming direction (to
the calling user). If the throughput is symmetrical, octets 4a and 4b indicate throughput in both diseadiocigts 4cand 4d are
absent.

Throughput is expressed as an order of magnitude (in pow&fy eind arinteger multiplier. For example, a rate X892 kbit/s is
expressed as 19210°.

Magnitude (octets 4a and 4c)

This field indicates the magnitude of the throughput. This is expressed as a power of 10.

Bits

765

000 160
001 16
010 16
011 16
100 1d
101 16
110 16

All other values are reserved.

NOTE 2 — Toensure that various implementation#i encode particularates in a consistent fashion, tbading of the
magnitudeand multiplier shall besuch that thenultiplier is as small as possible; i.e. the multiplier shall nog\mly divisible
by 10. For example, a rate of 192 kbit/s shall be expressed as1T82not as 192& 1%

Multiplier (octets 4a, 4b, 4c and 4d)

This field indicates, in binary, the value by which the magnitude shall be multiplied to obtain the throughput.
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TABLE 4-5/Q.933 (sheet 2 of 2)

Link layer core parameters information element

Minimum acceptable throughput

The purpose of the minimum acceptaiheoughputfield is to negotiatethe throughputfor the call. Minimum acceptable
throughput is théowestthroughputvaluethat thecalling user iswilling to accept for theall. If the network or thealleduser is
unable to support this throughput, the call shall be cleared.

This field which ispresenbnly inthe SETUP message, is carrisdchanged through the network(s). Wdue maynot be greater
than the requested throughput.

If the minimum acceptablroughput iasymmetrical (i.e. thealues intheincomingand ougoing directionsare different) octets
5a and 5bndicate minimum acceptabtaroughput in the ogbing direction (fronthe calling user) andctets 5cand 5dindicate

minimum acceptablehroughput in theincoming direction (tothe calling user). If theminimum acceptablghroughput is
symmetrical, octets 5a and 5b indicate throughput in both directions, and octets 5¢c and 5d are absent.

Minimum acceptable throughput is expressed as an order of magnitude (in pot@ysuofl annteger multiplier. For example, &

rate of 192 kbit/s is expressed as ¥9P(°.

Magnitude (octets 5a and 5c)
Same as octets 4a and 4c coding.

Multiplier (octets 5a, 5b, 5¢ and 5d)

This field indicates, in binary, the value by which the magnitude shall be multiplied to obtain the minimum acceptable throughput.

Committed burst size

This field indicatesthe maximum amount afata(in bits) that the network agrees to transfer, under normal conditees,a
measurement intervél’). This datamay or not may be interrupted (i.e., may appeasne frame or in several frames, possib
with inter-frame idle flags). T is calculated using the following combinations shown below:

Committed burst Excess burst Measurement interval
Throughput size (Bc) size (Be) (M
(Note 3)
>0 >0 >0 T=Bc/Throughput
>0 >0 =0 T =Bc/Throughput
=0 =0 >0 Default (Note 4)
T = Be/Access rate

NOTE 3 — The coding dhis field is in octets. Thereforéhe committecburstsize is 8x the contents of thifield. If the
committed burst size is symmetrical, octets 6a and 6b indicate the size in both directions, and octets 6¢c and 6d are absen

NOTE 4 — Howeverthe ingressand egress access ra@R) do nothave to be equal. Howevevhen the ingress AR is
substantially highethan theegress AR¢ontinuous input of Be frames at the ingregerface may lead to persistent congestion
the network buffers at the egress interfag®] a substantial amounttbie input Be datanay be discarded. Networks mdgfine
the interval T to be less than Be/AR in which case the default is not used.

Outgoing committed burst size (octets 6a, 6b)
The outgoing committed burst size (in octets) is binary coded.

Incoming committed burst size (octets 6c, 6d)
The incoming committed burst size (in octets) is binary coded.

Excess burst size

Thisfield indicatesthe maximum amount of uncommittedta(in bits) that the networlill attempt todeliver overmeasurement
interval (T). This datamay appear ione frame or in several frames.thie data appears Beveral frames, these framesn be
separated by inter-frame idle flags. Excess burst may be marked discard eligible (DE) by the network.

NOTE 5 — The coding of this field is in octets. Therefore, the excess burst sizétis Bontents of the field.
If the excess burst size is symmetrical, octets 7a and 7b indicate the size in both directions, and octets 7c and 7d are abs

Outgoing excess burst size (octets 7a, 7b)
The outgoing excess burst size (in octets) is binary coded.

Incoming excess burst size (octets 7c, 7d)
The incoming excess burst size (in octets) is binary coded.
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8 7 6 5 4 3 2 1 Octet

Link layer protocol parameters
0 1 0 0 1 0 0 1 1
Information element identifier
Length of link layer protocol parameters contents 2*
Transmit window size identifier
0 0 0 0 0 1 1 1 3*
ext.
1 Transmit window value 3a*
ext.
Retransmission timer identifier 4*
0 0 0 0 1 0 0 1 (Note 2)
ext.
0 Retransmission timer value 4a*
ext.
1 Retransmission timer value (cont.) 4b*
ext.
Mode of operation 5*
0 0 0 0 1 1 1 1 (Note 3)
ext.
1 Spare Mode 5a*
ext. Indication
NOTES
1 All parameters are optionahdposition independent. For the Frame Switching beseeiice, if

any parameters are omittefom the information element, the defaultalues defined in
Recommendatio®.922 applyFor Frame Relayinpearerservice, ifany parameters are omitté@dm
the information element, the default values specified for the end-to-end link layer protocol apply.

2 In case of frame relay bearservice, Layer 2 elements pfocedures are end-to-end. The
acknowledgement timer valushould be based gper-call cumulativetransit delay. If included by the
originating user, itwill be based on thenaximum end-to-end transit delay. The terminating user can
adjust the value based on the cumulative transit delay.

3 Mode of operation is only included where LLC octet 6 “user information layer 2 protocol” is
coded with one of the codepoints: RecommendaXid®b link layer, RecommendatioX.25 multilink,
extended LAPB for half duplex operation (see Recommendation T.71) and RecommeXddgisingle
link procedure (SLP).

FIGURE 4-5/Q.933

Link layer protocol parameters information element

TABLE 4-6/Q.933

Link layer protocol parameters information element

Transmit window value (octet 3a)
The value of the maximum number of outstanding transmit | frames (window) is encoded as a binary encoded value b
and 127.
Retransmission timer value (octets 4a, 4b)
The retransmission timer (e.g. T200) value is binary encoded in multiples of tenths of a second.
Mode indication (octet 5a)

Bit

21

01 Basic mode — Modulo 8

10 Extended mode — Modulo 128

All other values are reserved.

NOTE - The default mode is basic mode — Modulo 8.

24

Recommendation Q.933  (03/93)

etween 1



Octet

3a*

4
(Note 1)

5*
Sa*
(Note 2)

5b*
(Note 2)

5c*
(Note 2)

5d*
(Note 2)

6*
(Note 3)

6a*
(Note 3)

6a*
(Note 4)

7*

Ta*

8 7 6 5 4 3 2 1
Low layer compatibility
0 1 1 1 1 1 0 0
Information element identifier
Length of the low layer compatibility contents
0/1 Coding standard Information transfer capability
ext.
1 Negot. 0 0 0 0 0 0
ext. indic. Spare
1 Transfer 0 0 0 0 0
ext. mode Reserved
0/1 0 1 User information
ext. Layer 1 ident. layer 1 protocol
0/1 Synch./ 0 User rate
ext. Asynch. Spare
0/1 Hdr/ Multiframe Mode 0 0 0 0
ext. no Hdr/ Reserved Spare
0/1 Number of Number of Parity
ext. stop bits data bits
1 Duplex Modem type
ext. mode
0/1 1 2 User information
ext. Layer 2 ident. layer 2 protocol
1 0 0 0 0 0 Addres
ext. inclusion
1 User specified
ext.
0/1 1 1 User information
ext. Layer 3 ident. layer 3 protocol
1 Optional layer 3 protocol information
ext.
NOTES
1 The configuration is assumed to be point-to-point; and the method of establishment is on demand.
2 This octet is present only if octet 5 indicates CCITT standardized rate adaption V.120.
3 This octet is included when a layer 2 address is included in the frame relay information field.
4 This octet may be present only if octet 6 indicates a user specified layer 2 protocol.

FIGURE 4-6/Q.933

Low layer compatibility information element
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TABLE 4-7/Q.933

Low layer compatibility information element

Coding standard (octet 3)
Bits
76
00 CCITT standardized coding as described below

Information transfer capability (octet 3)
Bits
54321
01000 Unrestricted digital information

All other values are reserved.

Negotiation indicator (octet 3a)
Bits
7

0 Out-band negotiation not possible

1 Out-band negotiation possible

Transfer mode (octet 4)

Bits

76

01 Frame mode

All other values are reserved.
User information layer 1 protocol (octet 5)

Bits

54321

optionally octets 5c and 5d.

All other values are reserved.

Synchronous/asynchronous (octet 5a)

Bit

I~

0 Synchronous
1

Asynchronous

NOTE 1 — See Annex J/Q.931 for description of low layer compatibility negotiation.

NOTE 2 — When octet 3a is omitted, “out-band negotiation not possible” shall be assumed.

01000 CCITT standardized rate adaption V.120. This implies the presence of octets 5a and 5b described b

NOTE 3 — Octet 5 may be omitted. If octet 5 is omitted it is assumed that X.31 HDLC flag stuffing is used.

NOTE 4 — The protocasynchronous/asynchronous refers to R interface. In case of synchronous usexcegpegor
half duplex operation, octet 5¢c-5d may be omitted for Recommendation V.120.

elow, and
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TABLE 4-7/Q.933(continued)

Low layer compatibility information element

User rate (octet 5a)
Bits
54321
00000 Rateisindicated by E-bits specified in Recommendation 1.460
00001 0.6 kbit/'s Recommendations V.6 and X.1
00010 1.2kbit/s Recommendation V.6
00011 2.4 kbit/s Recommendations V.6 and X.1
00100 3.6 kbit/s Recommendation V.6
00101 4.8kbit/s Recommendations V.6 and X.1
00110 7.2kbit/s Recommendation V.6
00111 8 kbit/s Recommendation 1.460
01000 9.6 kbit/s Recommendations V.6 and X.1
01001 14.4kbit/s Recommendation V.6
01010 16 kbit/s Recommendation 1.460
01011 19.2kbit/s Recommendation V.6
01100 32 kbit/s Recommendation 1.460
01110 48 kbit/s Recommendations V.6 and X.1
01111 56 kbit/'s Recommendation V.6
10000 64 kbit/s Recommendation X.1
10101 0.1345 kbit/s Recommendation X.1
10110 0.100 kbit/s Recommendation X.1
10111 0.75/1.2 kbits Recommendations V.6 and X.1 (Note 5)
11000 1.2/0.075 kbit/s Recommendations V.6 and X.1 (Note 5)
11001 0.050 kbit/'s Recommendations V.6 and X.1
11010 0.075 kbit/s Recommendations V.6 and X.1
11011 0.110 kbit/s Recommendations V.6 and X.1
11100 0.150 kbit/s Recommendations V.6 and X.1
11101 0.200 kbit/'s Recommendations V.6 and X.1
11110 0.300 kbits Recommendations V.6 and X.1
11111 12 kbit/s Recomendation V.6

All other values are reserved.

NOTE 5 — The first rate is the transmit rate in the forward direction of the call. The setenslthe transmit rate in th

backward direction of the call.

Octet 5b for V.120 rate adaption

Rate adaptation header/no header (octet 5b)

7
0 Rate adaption header not included
1 Rate adaption header included

Multiple frame establishment support in data link (octet 5b)

Bits

6
0 Multiple frame establishment not supported. Only Ul frames are allowed
1 Multiple frame establishment supported
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TABLE 4-7/Q.933(continued)

Low layer compatibility information element

Mode of operation (octet 5b)

Bits

5
0 Bit transparent mode of operation
1 Protocol sensitive mode of operation

Number of stop bits (octet 5c¢)

Bits

76

00 Notused
01 1hit

10 1.5bhits
11 2bits

NOTE 6 — Ifbit 7 of octet 5a i$0”, then these bits, when present, are set to “0 0” on transmiasidignored on
reception.

Number of data bits excluding parity (octet 5c)

Bits

54

00 Notused
01 5hits
10 7bits
11 8bits

NOTE 7 — Ifbit 7 of octet 5a i$0”, then these bits, when present, are set to “0 0” on transmiasidignored on
reception.

Parity information (octet 5c)

Bits

321

000 Odd
010 Even
011 None

100 ForcedtoO
101 Forcedtol
All other values are reserved.

NOTE 8 — Ifbit 7 of octet 5a i$0”, then these bits, when present, are set to “0 1 1” on transmiasibignored on
reception.

Duplex mode (octet 5d)
Bit
7
0 Half duplex
1 Full duplex

Modem type (octet 5d)

Bits 6-1 coded according to network specific rules.
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TABLE 4-7/Q.933(continued)

Low layer compatibility information element

User information layer 2 protocol (octet 6)
Bits
54321
00001 Basic mode SO 1745
00110 Recommendation X.25 link level (Note 9)
00111 Recommendation X.25 multilink (Note 10)
01000 Extended LAPB for half duplex operation (T.71) (Note 9)
01001 HDLC ARM (ISO/IEC 4335) (Note 11)
01010 HDLC NRM (ISO/IEC 4335) (Note 11)
01011 HDLC ABM (ISO/IEC 4335) (Note 11)
01100 LAN logical link control (ISO/IEC 8802/2) (Note 12) (Note 15)
01101 Recommendation X.75, Single link procedure (SLP) (Note 9)
01110 Recommendation Q.922 (Note 13)
01111 Coreaspects of Annex A/Q.922 (Note 16)
10000 User specified (Note 14)
10001 ISO/IEC 7776 DTE to DTE operation (Note 9)

All other values are reserved.

NOTE 9 — Normally the. APB address is ngtrovided. When provided, octet @dll indicate that theddress is present
or octets 5, 5a, and 5b will indicate the use of synchropmiecol sensitive mode of Recommendatbh20 terminal adaption.
When the LAPB address is provided, the originating user assumes Address A (\eahakti®) terminating user assumes Address
B (value 1).

NOTE 10 — Normallythe X.25multilink address is nqgtrovided. When provided, octet 6all indicate that theaddress
is present or octets 5a, and 5kwill indicate the use of synchronopsotocol sensitive mode &f.120 terminal adaption. When
the X.25multilink address igprovided, the originatingiser assumes Address(Zalue 15) andthe terminating user assumes
Address D (value 7).

NOTE 11 — Normallythe HDLC address is noprovided. When provided, octet @ell indicate that theaddress is
present or octets 5, 5a, and 5b will indicate the user of synchronous protocol sensitive mode of V.120 terminal adaption.

NOTE 12 — Destinatiorserviceaccess point (DSAPand sourceserviceaccess point (SSAP) are included. Wher
logical link control framgwhich contains dogical link control PDU) is require@ransparentnter-connections of similatANs
by frame relay), octet 6will indicate that thdogical link control frame isncapsulated. The contents ofogical link control
frame is defined in the LAN medium access control (MAC) standards (e.g. ISBBIEL5).

NOTE 13 — Address is not encapsulated.
NOTE 14 — When this coding is included, octet 6a will include the codepoint for user specified layer 2 protocol.
NOTE 15 - The indication of command or response bit in the frame relay address will be ignored.

NOTE 16 — This codepoint is only used in case A for circuit-switched connection establishment (see 5.1.1.1).

Octet 6a coding for user specified codepoint

User information layer 2 protocol (octet 6a) (applies for layer @ser specified)

User specified.
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TABLE 4-7/Q.933(end)

Low layer compatibility information element

Octet 6a coding for Address inclusion

User information layer 2 protocol (octet 6éjote 17)
Bits
21
01 Address included (Note 18)
10 Encapsulation of logical control frame (Note 19)
All other values are reserved.
NOTE 17 — When the octet is present, the indication of C/R bit in the frame relay core aspects address will be ignored.

NOTE 18 - Applies forthe layer 2 protocolsspecified in octet 6 are: Recommendafio5 link layer,
RecommendatioX.25 multilink, extended LAPB for half duplex operation (see Recommendatidh), HDLC ARM, HDLC
NRM, HDLC ABM, and Recommendation X.75 single link procedure.

NOTE 19 — Applies for layer 2 protocol specified in octet 6 is LAN logical link control (ISCB&I2-2).

User information layer 3 protocol (octet 7)
Bits
54321
00110 Recommendation X.25 packet layer
00111 ISO/IEC 8208 (X.25 packet level protocol for data terminal equipment)
01000 Recommendation X.223 or ISO/IEC 8878 (use of ISO/IEC 8208 and X.25 to provide the OSI-CONS)
01001 ISO/IEC 8473 (OSI connectionless mode protocol)
01010 Recommendation T.70 minimum network layer
01011 ISO/IEC TR 9577 (Protocol identification in the network layer)
10000 User specified (Note 20)
All other values are reserved.
NOTE 20 — When this coding is included, octet 6a will include the codepoint for user specified layer 3 protocol.

Optional layer 3 protocol information (octet 7a)

User specified.

4.5.27 Transit network selection

See 4.5.29/Q.931.

4.5.28 User-user

See 4.5.30/Q.931.

NOTE - Only service 1 implicit user-to-user signalling is supported.

4.5.29 X.213 priority

The purpose of thpriority information element is to allothe optional negotiation gifriority for the frame modecall in
support of OSI Connection-mode Network Service (CONS).

The priority information element is carried transparently fltame modenetworks. Themaximum length of this
information element is 8 octets. See Figure 4-8 and Table 4-8.
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8 7 6 5 4 3 2 1 Octet
Packet layer binary parameters
0 1 0 0 0 1 0 0 1
Information element identifier
Length of packet layer binary parameters contents 2
1 0 0 0 0 Exp. Receipt 0 3
ext. Spare Reserved data conf. Reserve
Expedited data (octet 3)
Bit
3
0 No request/request denied
1 Requestindicated/request accepted
Recipt confirmation (octet INote)
Bit
2
0 No request/request denied
1 Requestindicated/request accepted
NOTE — The receipt confirmation is end-to-end.
FIGURE 4-7/Q.933
Packet layer binary parameters information element
8 7 6 5 4 3 2 Octet
X.213 priority
0 1 0 1 0 0 0 1
Information element identifier
Length of the X.213 priority contents 2
0/1 0 0 0 Priority of data 3
ext. Spare on a connection
1 0 0 0 Lowest acceptable priority 3a*
ext. Spare of data on a connection
0/1 0 0 0 Priority to gain 4*
ext. Spare a connection (Notes 1, 3)
1 0 0 0 Lowest acceptable priority 4a*
ext. Spare to gain a connection
0/1 0 0 0 Priority to keep 5*
ext. Spare a connection (Notes 2, 3)
1 0 0 0 Lowest acceptable priority 5a*
ext. Spare to keep a connection
NOTES
1 Octets 4 and 4a are optional. If present, octet 3 must also be present.
2 Octets 5 and 5a are optional. If present, octets 3 and 4 must also be present.
3 Specification of a value in a particular octet requires that all preceding 0/1ext. ogegsdrd although they may

be considered optional; isuch a case, the preceding octets would carrywé#hge “unspecified”. A missing octet is

equivalent to the value “unspecified”.

FIGURE 4-8/Q.933

X.213 priority information element
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TABLE 4-8/Q.933

X.213 priority information element

All priority parameters take\alue inthe range of O (lowest priority) to 14 (highest priority). Matue
15 is to be used to indicate an “unspecified” priority value.

If the subparameter(dpr all priority parameters are unspecified, then the informagtament is not
transmitted. If the lowest acceptable is not specified, then (a) octet is omitted.

All parameters are encoded as binary encoded values between 0 and 15.

5 Frame mode call control procedures

This clause describes the signalling procedures in the suppioaimed mode communications in an Integrated Services
Digital Network.

The user may access frame handing facilities by means of one of the following alternatives:

1) circuit-switched access to a remdtame handler (case A) by establishing bearer channel (B or H)
associatedrame modeconnections. This connectionay beinitiated by the user or the RFH. In tluase,
the frame modenetwork handler is provided using in-channel signalling. By prior agreement, (e.g. by
subscription) the frame mode network handler may instead be provided not using in-channel signalling; or

2) access tohe frame modevirtual circuit service orthe locallSDN (case B) byestablishing drame mode
connection. This connectiamay beinitiated by the user or thigeame handler. Either bearer channel or
D-channel may be used for frame mode data transport.

The term‘user” refers tahe user equipment whighay consist of aHSDN frame modeerminal (TE1) or a combination
of an existing data terminating equipment (TE2) attached to a terminal adapter (TA). iayEdt receiveall of the
information provided in Recommendation Q.931 signalling messages at the user-network interface.

The ISDN TA/TE1l presents an S/T referengeint interface towards the networknd therefore the TA/TEL
implementation should embody the procedures described in Recomme@&Binand thiRecommendation for B- and
D-channel connection establishment control.

Two physical types of semi-permanent connections are possible via the B- and D-channels:

1) physical layer connection semi-permanently established between tlEdgsbeframehandler (FH)/RFH,
i.e., the physical layer remains activated and the physical path is connected semi-permanently;

2) data link andbhysical layers semi-permanently established betwleerusers (in this type, theetwork
shall maintain the data link layer connection identifier information).

In semi-permanent connectionsiadicated in 1l)abovethe procedures ib.1.1.2 and 5.1.2 and in 5.2.1.2 and 5.2.2 are
followed for call establishment. The procedure$ ihare followed for call release.dhould be noted that, in tlease of
the Frame Relaying bearer servitee link layer establishmergndrelease procedures are end-to-erdjare dependent
on the link layer protocol being operated between the users.

In semi-permanent connectionsiadicated in 2)above, administrative procedunest specified in thiRecommendation
are followed for call establishment and release.

The procedures described in this Recommendation allow the delivery of the calling party number information element and
the connected number information eleme®bdme networks providinghis capability may choose tdamplement the
procedures described in supplementary services Calling Line Identification Prese(@&fiBh and Connected.ine
Identification Presentation (COLP) (see Recommendation Q.951).
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5.1 Outgoing call

For outgoing data calls, the user must first decide whethse A services or case B services are dediced the
network. For outgoing case A calthe useifollows the procedures iB.1.1. Foroutgoing case B callshe user decides
whether:

— the network shall select the channel (see 5.1.3.1); or
— aspecific B-channel is to be used; or

— the D-channel is to be used;

for the frame mode call.

5.1.1  Circuit-switched access to remote frame handling services (Case A)

A circuit-switched connection between the originating usmed theRFH must be in place beforthe frame mode
connections can be established. If the connection has notpbeepnusly establishedhe proceduresnessages, and
information elements of Recommendation Q.931 shall be used to establish the connection (see below).

5.1.1.1 Circuit-switched connection establishment

If such a connection is natready establishethe originating user shall initiate the establishment of the circuit-switched
connection prior to attempting origination of thhame modeconnection. It does so by sending a SETuéssage on the
D-channel in which the Callgglrty number information elementdsded with the address of the RFH, and Bearer
capability information element is coded with:

— information transfer capability set to “unrestricted digital information”;
— transfer mode set to “circuit mode”; and,

— information transfer rate set to the bit rate of the bearer channel.
The Low layer compatibility information element is optionally included.

Once establishment of the circuit-switched connecti@oisplete, if in-channel signalling is to bsed, the originating

user proceeds with any desired initialization procedure (e.g. XID exchange, SABME/UA) on the logical link identified by
data link connection identifiddLCl = O within thebearer channel between itsalid theRFH; the linklayer protocol
employed orthe DLCI = O logical link is that defined in RecommendatiQrd22.The originating user theproceeds

with the establishment of the frame mode connection. See Table 5-1.

TABLE 5-1/Q.933

Establishment of connection for frame mode services

Semi-permanent Semi-permanent
Demand access connection frame mode
connection
Case A: Demand, using
Establishment Recommendation Q.931 procedures for
of access Circuit mode bearer service Semi-permanent Semi-permanent
connection Case B: Demand, using (Note 1) (Note 1)
Recommendation Q.933 procedures
Case A: Demand, using Case A: Demand, using
Establishment Recommendation Q.933 procedures on| Recommendation Q.933 procedures on|  Semi-permanent
stablisnme DLCI 0 in the bearer channel DLCI 0 in the bearer channel (Note 1)
of frame mode
connection Case B: Demand, using Case B: Demand, using (Note 2)
Recommendation Q.933 procedures on tieRecommendation Q.933 procedures on the
D-channel D-channel
NOTES
1 For example, using administrative procedures.
2 In case of semi-permanent frame mode connections, parameter values are defined at subscription time.

Recommendation Q.933  (03/93) 33



5.1.1.2 Frame mode connection setup

The procedures employed are identical to those defined in Recommendation Q.931 except for the following:

1) the connection contrahessage flow is omthe logical link identified byDLCI = O within the bearer
channel, rather than on the D-channel;

2) the structure of the connection controkssages exchangstiall be as shown in clause 3, and the
information elements carried by these messages shall be coded in accordance with clause 4;

3) the channel identification information element shall be used as specified in 5.1.3.1;

4) the use of Data link connection identifier information elemfemt data link connection identifier
negotiation shall be as specified in 5.1.3.2; and

5) parameter negotiation shall be as specified in 5.1.3.3.

In the SETUPmessageent to thdramehandler by the originating user, the Beasapability information element shall
be coded as specified in 5.1.2.

The Low layer compatibility information element iscluded when the calling user wants pass compatibility
information to the called user. Thayer 2 protocol to be coded ihe Low layer compatibility information element tisat
which will operate end-to-end betweehe communicating TEsluring the data transfer phase. When Itayer
compatibility negotiations are required, procedures described in Annex J/Q.931 will be followed.

The SETUPmessagemay include either or both the Channel identification information elenaewt the Data link
connection identifier information element. Alternatively, it may contain neither one. See 5.1.3 below.

Note that the call referenaalue associatewith the frame modeconnection is unrelated to that associated with the
underlying circuit-switched connection.

Additional frame modecalls can be established on an already established bearer channel byhesprgcedures
described above.

5.1.2  Access to the ISDN frame mode virtual circuit service (case B)

Frame mode calls are controlled using D-channel signalling procedures (in SAPI 0) as described in 5/Q.931 except for the
following:

1) the structure of the connection controkssages exchangetiall be as shown in clause 3, and the
information elements carried by these messages shall be coded in accordance with clause 4;

2) the channel identification information element shall be used as specified in 5.1.3.1;

3) the use of Data link connection identifier information elemfamt data link connection identifier
negotiation shall be as specified in 5.1.3.2; and

4) parameter negotiation shall be as specified in 5.1.3.3.

For a demand connection to EBBDN framehandler, the Bearezapability information elemerncluded in the SETUP
message shall be encoded with:

— information transfer capability set to “unrestricted digital information”;
— transfer mode set to “frame mode” and
— user information layer 2 protocol set to:
a) “Core aspects of frame mode” in case of Frame Relaying bearer service; or

b) “Recommendation Q.922", in case of Frame Switching bearer service.

The Low layer compatibility information element iscluded when the calling user wants pass compatibility
information to the called user. The layer 2 protocol to be coded in the Low layer compatibility information element is:

1) theprotocolwhich will operate end-to-end betwettle communicating TEduring the data transf@hase
in case of Frame Relaying service;

2) “Recommendation Q.922", in case of Frame Switching service.

When low layer compatibility negotiations are required, procedures described in Annex J/Q.931 will be followed.
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5.1.3  Negotiation

5.1.3.1 Channel negotiation

In case A, no channel negotiation betwéemuser and thBFH is possible, as tH8DN establishethe circuit-switched
connection prior to the user establishing the communicatioim the RFH. As a result, the Channel identification
information element is optional. When present, it shall be coded as:

—  Channel indication — “No Channel”;
—  Preferred/Exclusive — “Exclusive”; and

—  D-channel indications — “No”.

If other codings are used, the Channel identification information element is igmudettieaboveencoding is assumed.
The procedures of 5.8.7.2/Q.931 will apply.

The first response to the SETURessage(e.g. — CALL PROCEEDING)will contain the Channel identification
information element coded above, regardless wofhether the Channel identification information element was present in
the SETUP message.

In case B, the channel negotiation procedures descrilied.®/Q.931apply. Howeversince therame modeconnection
may also be added to the D-channel or to existing chanmelsr the control of the user and being usedrame mode
the valid encodings are expanded and shown in Table 5-2.

As specified in Recommendatié@® 931 when the channel identificatiorformation is absent, it is interpreted as “Any
channel”, “Preferred”, D-channel indication “Yes”.

The first response to the SETURessage(e.g. — CALL PROCEEDING)will contain the Channel identification
information element encoded to indicate the specific channel to be used.

5.1.3.2 Data link connection identifier negotiation

In case Athe Data link connection identifier information elememay appearwithout regardfor the appearance or
absence of the Channidentificationinformation element, as the channehllsays implicitly understood, as being the
bearer channel negotiated during step 1 (circuit mode call establishment) of frame mode call establishment procedure.

In the Data link connection identifier information element in the SETé#Rsagethe user will indicate one of the
following:

1) an exclusive DLCI with no acceptable alternative; or

2) apreferred DLCI (in this case it is understood that the user is willing to accept any other DLCI).

In case Bthe usemayinclude the Data link connection identifier information element in the SETE$3age toequest
the use of a particul@LCl for the requestettame modecall. This information elememhay beencoded to indicate that
the specific DLCI is:

1) an exclusive DLCI with no acceptable alternative.

This option is only allowed ithe channel identification information element was included in the SETUP
message and encoded for one of:

a) an exclusive B- or H-channel with a D-channel indicatioNo”; or
b) no channel exclusive with a D-channel indicatidtyes”.

If the Data link connection identifier information element is encddedn exclusiveDLCI and theabove
condition is not metthen the Data link connection identifieformation element should be treated as an
invalidly encoded optional information element and ignored.

2) A preferred DLCI (In this case it is understood that the user is willing to accept any other DLCI.)

NOTE — Only DLCIs indicated as “assigned using frame mode conngrticedures” in Recommendati@n922 shall be
assigned.

In both cases, if the indicated DLCI is available on the requested channel, the network reserves that DLCI for the call.

If the network cannot grant the indicatBdCl on the requested channel (@ase2), or if the usedoes not include a
DLCI information element in the SETUP message, the network reserves an available DLCI within the channel to be used.
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TABLE 5-2/Q.933

Channel identification information element
encodings outgoing calls — Case B

Channel indicated in the SETUP message Allowable network
user to network direction response
Channel indication Preferred or Exclusive D-channel indicator Networkser
Preferred No Cj (Note 1)
Ci Yes Cj, D (Note 2)
Exclusive No Ci
Yes Ci,D
Any channel Preferred No Cj
Yes Cj,D
Preferred No Ck
No channel Yes Ck, D
Exclusive Yes D
Channel identification information element not included Cj,D

Ci  The indicated B- or H-channel that must be eitherdéchannel or an established channel under
the control of the user being used for frame mode

Cj  Any B- or H-channel that either is idte, if established, is under tleentrol of theuser and is &ing
used for frame mode

Ck An established B- or H-channttlat is under theontrol of theuser and ideing usedfor frame

mode
D The D-channel
NOTES

1 When possible, the network should choose the user preferred channel.
If a B- or H-channel is to be used, the network should, if possible, choose the user preferred channel.

2
3 All other encodings are invalid.
4  The actual coding for D-channel indicator will be: NoO; Yes - 1.

If a requestedLCI, which is identified as exclusive, is navailable, a RELEASE COMPLETHEessage isent with
cause#td4, “requested circuit/channel retailable”. If noDLCI is available on anghannel, when both the requested
channel and requested DLCI are identified as preferred in the SEiEg$age, or the requeste®LCl was indicated as
preferredand the channetas identified as exclusivend there is n®LCI available, a RELEASE COMPLETHessage
is sent with cause “#34, “no circuit/channel available”.

5.1.3.3 Parameter negotiation

5.1.3.3.1Rationale

The QOS parameters (throughmutd cumulative transit delay) are negotiatédring frame modecall establishment.
These parameteiisiclude requested and lowestceptable quality values. Other litkyer core parameterthat are
negotiated are:

1) frame relaying bearer service: frame mode informdild size, committed burst sizand excess burst
size;

2) frame switching bearer service: frame mode information field size.
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These parameters are negotiated between calling user, the network, and the called user.

In addition, incase of Frame Switching bearer servit® link layer protocol parameters (e.g. transmwihdow size,
retransmission timef200) may benegotiated. The linkayer protocol parameters anet considered to be part of the
QOS parameters.

Based on the network resources available to provide the requested QOS, the network will decide whether to:

1) reject the call if lowest quality acceptable service requirements cannot be satisfied\msilable network
resources;

2) continue establishing the call with the requested Qualit$estice if they can be supported by the
network; or

3) continue establishing the call with adjustealues of Quality of Service parameteshich can be
supported by the network.

5.1.3.3.2Parameter negotiation procedures

When a user establishesrame modeconnection, itmayrequire a certain Quality of Servié®m the network. The user
may request certain parameters to be used for the connection by including the appropriate information elements containing
the desired parameters in the SETUP message.

If the user does natpecify a value for garticular parametethen a defaulvalue is assumed. Default valuesy be
network specific or may be established by subscription. This applies to both QOS and link layer core parameters.

Upon receipt of a SETUP message, after examitliegQOSparameterand link layer specified parameter values, the
network can take one of the following actions:

1) Frame Relaying bearer service:

— If able to providethe requested QOS, amdble to support the indicated lidkyer core parameter
values, the network will progress the call to the called user, with the original parameters.

— If unable to providehe requested QOS, but ablepimvide at leasthe lowestacceptable QOS, the
network will progresshe call to the called useafter adjustinghe requested QOfarameters. The
adjusted QOS parameters will support at least the lowest quality acceptable values.

When progressing the call, the networkay, if necessary, also adjust the following litdyer core

parameters by reducing the requested values: maximum frame mode information field size; committed burst

size; andexcess burst size. The networkay adjust either or both “incoming” and “outgoing”
sub-parameters of these three parameters.

— If unable to provide at leattie lowestacceptable QOShe network will reject the call, returning a
RELEASE COMPLETE message with cause #49, “Quality of Service” not available.

2) Frame Switching bearer service:

The sameactions as described in 1) will be taken, latly relevantlink layer core parameters
(i.e. maximum frame mode information field size) will be considered.

In addition the link layer protocol parameters may be negotiated locally.

5.2 Incoming call

5.2.1  Access from a remote frame handler (RFH) service (Case A)

A circuit-switched connection between the RFH and the called user must be in placehgefiocemingrame modecall
can be offered.
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5.2.1.1 Circuit-switched connection establishment

If such a connection is not already establishieel,RFH shall initiate the establishment of the circuit-switched connection
prior to offeringthe frame modeconnection. The procedures followed in offerthgs connection are the procedures for
circuit-switched connections in Recommendatip831. In thiscase, the Beararapability information elemerihcluded

in the SETUP message shall be coded as specified in 5.1.1.

Once establishment of the circuit-switched connectiaoisplete the RFHperforms anyesired initialization procedure
(e.g. optionallyXID exchange, SABME/UA) on the logical link usibd.Cl = 0 within thebearer channel between itself
and the called user; the lifkyer protocol employed atie DLCI logical link is that defined in RecommendatiQrm922.
The RFH then offers the frame mode call to the called user as defined in the following subclause.

5.2.1.2 Frame mode connection establishment

The procedures employed are identical to that defined in Recommendation Q.931, except the following:

1) the connection contrahessage flow is omhe logical link identified byDLCI = O within the bearer
channel, rather than on the D-channel;

2) the structure of the connection controkssages exchangethall be as shown in clause 3, and the
information elements carried by these messages shall be coded in accordance with clause 4;

3) the Channel identification information element shall be used as specified in 5.2.3.1;

4) the use of Data link connection identifier information elemfemt data link connection identifier
negotiation shall be as specified in 5.2.3.2; and

5) parameter negotiation shall be as specified in 5.2.3.3.

In the SETUPmessagesent by the RFH to the called user, the Beaagrability information element shall be coded as
specified in 5.1.2.

The call reference value associateith the frame modeconnection is unrelated to that associated with the underlying
circuit-switched connection.

Additional frame modecalls can be established on an already established bearer channel byhesprgcedures
described above.

5.2.2  Access from the ISDN frame mode virtual circuit service (Case B)

When an incoming call is to beffered, the physical channebnd logical link to be used must be identified. The
identification mechanisrmay employcustomer profile information, availability of network resourcasd calloffering
procedures.

Call offering procedures shall be such that:

a) A new incomingrame modecall may beindicated to the user by a calffering procedure between the
network and all terminals eligible to receive the call.

b) When a call iffered to an interface owhich aframe modeconnection is already establisheithin the
bearer channel, the user shoblkethe option of accepting the new call in theme bearechannel, so
long as there is sufficient bandwidth available within this channel.
The SETUP message sent by the network will have its Bearer capability information element coded as specified in 5.1.2.

Channel negotiation procedures are described in 5.2.3.1. Procedures for DLCI negotiation are described in 5.2.3.2.
5.2.3  Negotiation
5.2.3.1 Channel selection through call offering

5.2.3.1.1Case A specific information
In case A, the only allowed encoding of the Channel identification information element is “No channel”, “Exclusive”, and

D-channel indication “No”. If the Channel identification information element is absent &ithethe SETUPmessage or
the response, the above encoding is assumed.
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If other codings are used, the information element is ignanelibovecoding is assumed. A STATUSessagenay be
returned with cause #100 “invalid information element contents”.

5.2.3.1.2Case B specific information
In case B, the network shall always include the Channel identification information element in the SETUP message.

The user shall include the Channel identification information elementGAld PROCEEDING, an ALERTING, or a
CONNECT messagsent as the first response to a SETtd&ssage. The valid encodingstioé Channel identification
information element are shown in Table 5-3.

The network shall respond to a CONNEG@Tessage fronmhe selected user with a CONNEGYCKNOWLEDGE
message. The netwoshall also return a RELEASHEessageontaining causé26 “non-selected user clearing” to any
other positively responding terminals. The network will then deliver the frame mode call over the selected channel.

The channel selection proceddee incoming calls isndependent of thg/pe ofchannel selected at the calling end. In
this respect, any combination of channel type used at each end is possible, provided the user rates and available bandwidth
are compatible.

The channel negotiation principle to be used is shown in Table 5-3.

TABLE 5-3/Q.933

Channel identification information element
encodings incoming calls — Case B

Channel indicated in the SETUP message Allowable
user to network direction user response
Channel indication Preferred or Exclusive D-channel indicator Uséletwork
Preferred No Ci, Cj (Note 1), Ck
Ci Yes Ci, Cj, (Note 1), Ck, D
Exclusive No Ci
Yes Ci,D
Preferred No Ck
No Channel Yes Ck,D
Exclusive Yes D

Ci  The indicated idle B- or H-channel
Co Any idle B- or H-channel different than the indicated one
Ck An established B- or H-channttlat is under theontrol of theuser and ideing usedfor frame

mode calls
D The D-channel
NOTES

1 This encoding is not permitted in response to broadcast call offering.
2 All other encodings are invalid.
3 The actual coding for D-channel indicator will be: NoO; Yes— 1.

5.2.3.2 Data link connection identifier negotiation

In case Athe procedures are identical to those describesllir8.2 withexceptions that the RFElwaysincludes the
Data link connection identifier information element in a SETUP message.
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In case B, the Data link connection identifier information element shall be included in the $teBsége. The Daliak
identifier information element shall be encoded to indicate that the specified DLCI is either:

1) an exclusiveDLCI with no acceptable alternative. This option is only allowetthe Channel identification
information element was included in the SETUP message and encoded for one of:

a) an exclusive B- or H-channel, D-channel indication equal to “No”;
b) no channel exclusive, D-channel indication equal to “Yes”; or

2) apreferred DLCI.

NOTE - Only DLCIs indicated as “assigned using frame mode conngrticedures” in Recommendati@n922 shall be
assigned.

The user shall include the Data link connection identifier information element @Ald. PROCEEDING, an
ALERTING, or a CONNECT messagent as the first response to a SETio€ssage. The valuedicatedfor the DLCI

shall be a value available dhe channel indicated by the Channel identification information element included in this
response. If either:

— the DLCI information element in the SETUP was coded “exclusive”; or

— the channel identification information element in the first response to the SETUP indicates the D-channel,
and the SETUP message was delivered by a broadcast data link;

then thevalue ofthe DLCI indicated in this response shall be #ane as a value tiie DLCI received inthe SETUP
message.

5.2.3.3 Parameter negotiation

Upon receipt of a SETUP messag®e userexamineshe Quality ofService parameter valuesid other linkdayer core
parameter values. The user can take one of the following actions:

1) if able to providethe indicated Quality oBervicethe user willacceptthe call and return &ONNECT
message with the original “parameters”;

2) if unable to providehe indicated Quality oBervice but able to provide at ledke lowestacceptable
Quality of Service, the user will accept the call and return a CONNECT message after adjusting the request
Quality of Service parameters. The adjusted Quality of Sepdcameterswill be at least the lowest
quality acceptable values;

3) if unable to provide at leasite lowestacceptable Quality of Servicthe user will reject the call, returning
a RELEASE COMPLETE message with cause #49, “Quality of Service not available”.

When accepting the call by returning a CONNE@dssagethe usemayalso adjust the linkayer core parameter values
by reducing the requested values.

In addition to the above the link layer protocol parameters (LLPP) are examined and the following actions are taken:
1) Frame Relaying bearer service:

— if link layer protocol parameters are acceptabie, indicated LLPP should b@cluded in the
CONNECT message;

— if LLPP are not acceptable, the new proposed LLPP shall be included in the CONNECT message.
In either case, LLPP is carried transparently by the network.
2) Frame Switching bearer service:

Link layer protocol parameters are negotiated locally.

The parameter valuesdicated in the CONNECTnessage ar¢hose usedor the connection. The FH/RFH, upon
receiving the CONNECTmessage, acceptie call by responding with a CONNEGYCKNOWLEDGE message and
establishing the call on the selected channel. Thasmmeter valueshall also be carried transparently by the network
and delivered to the calling user in a CONNECT message.
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5.3 Frame mode data transfer phase protocol

In some casetheremay be adelay in time between a connect confirmation receavadl when the actual connection is
established. Inay benecessary to verifthe connection by handshake prior to the beginning of data transfer. This can be
accomplished end-to-end in the user plane.

Upon establishing the frame mode connection the frame mode data transfer phase procedures shall be followed.
1) Frame Relaying bearer service:
Core aspects of the frame mode protocol.
2) Frame Switching bearer service:

See Recommendation Q.922.

In case of Frame Relaying bearer sertimlink layer is establishednd released according to the procedures of the link
layer protocol being operated between the users.

54 Call clearing

Call clearing procedures for Frame Mode bearer services are based on 5.3/Q.931.

5.4.1  Terminology

For frame mode calls, the definitions of 5.3.1/Q.931 are extended, and the following apply:
— aDLClis “connected” when it is being used in a frame mode connection;

— a DLCl is“disconnected” when it is no longer being used iirane modeconnection (i.eframes are no
longer being transferred using tH2itCl), but theDLCI is not yet available fouse in a newrame mode
connection;

— a DLCl is“released” when it is not being used ifframe modeconnection and iavailable foruse in a
new frame mode connection.

5.4.2  Exception Conditions

In addition to the exception conditions noteiB8.2/Q.931, unsuccessful termination of BeCI negotiation procedure
for frame modeall is accomplished by sending RELEAStessagavith cause #6 “channel unacceptablégms b) and
d) of 5.3.2/Q.931 do not apply to frame mode calls for Case A (but do apply for the underlying circuit mode call).

5.4.3  Clearing initiated by the user

Subclause 5.3.2/Q.931 applies to frame mode calls, as follows:

1) The user shall disconnect tB®Cl upon sending th®ISCONNECT message. For CaseuBing the
B-channel, the B-channel is also disconnected when there are no additomalmodecalls on that
B-channel and the physical layer connection is not semi-permanently established.

2) Upon receipt of th®ISCONNECT messagéhe network shall disconnect tBe.Cl. For Case B using B-
channel, the B-channel is also disconnected when there are no addiional modecalls on that
B-channel and the Physical layer connection is not semi-permanently established.

3) On receipt of the RELEASHEessagethe user shall release tB&.Cl, in addition to the Call reference. It
shall also release B-channel, if it was disconnected per 1) above.

4) On receipt of the RELEASE COMPLETRessagethe network shall release tB¢ Cl, in addition to the
Call reference. It shall also release the B-channel if it was disconnected per 2) above.

For Case A connections, clearing of an underlying circuit-switched connettipieinitiated by the user or thierame
Handler using Recommendation Q.931 clearing procedures, when no active frame mode connections remain within it.
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5.4.4  Clearing initiated by the network

Subclause 5.3.4.2/Q.931 and 5.3.4.3/Q.931 apply to frame mode calls, as follows:
1) The network shall disconnect tB&Cl upon sending thBISCONNECT message. For Caseaufing the
B-channel, the B-channel is also disconnected when there are no additomalmodecalls on that
B-channel and the Physical layer connection is not semi-permanently established.
2) Upon receipt of thdDISCONNECT messagéhe user shall disconnect thal Cl. For Case B using
B-channel, the B-channel is also disconnected when there are no additomalmodecalls on that
B-channel and the Physical layer connection is not semi-permanently established.

3) On receipt of the RELEASHEnessagethe network shall release tHeLCl, in addition to the Call
Reference. It shall also release B-channel if it was disconnected per 1) above.

4) On receipt of the RELEASE COMPLETRessagé¢he user shall release tB.Cl, in addition to the Call
reference. It shall also release the B-channel, if it was disconnected per 2) above.

For Case A connections, clearing of an underlying circuit-switched connettipieinitiated by the user or thierame
Handler by using Recommendation Q.931 clearing procedures, when no active frame mode connections remain within it.

5.5 Restart procedures

The restart procedures for the Frame Mode bearer services generally follow those of 5.5/Q.931.

55.1 Case A

The procedures &.5/Q.931apply tothe circuit-modeaccess connectiolVhen thebearer channel is released by restart
procedure, alframe modeconnections on that bearer channel (with the associated call reference vahgdt)Cl

value(s)) are released, in a manner identical to that discussed in 5.7, below. Recomm@r@tiosastarprocedures do

not apply to semi-permanentlystablished bearer channels; therefore, in either case of semi-permanent connection (see
Figure 1-1), the restart procedures do not affect frame mode calls.

NOTE — No restart procedures are used within the bearer channel DRI

55.2 CaseB
The procedures of 5.5/Q.931 are enhanced to take into account frame mode calls.

When a RESTART message is received by the DSS 1 protocol control entity with the Global call reference, indicating one
or more channels or interface(s), supportifigme modecalls, it shall initiate internal clearing proceduries all
appropriate frame mode calls active on the indicated channel(s) or interface(s).

Specifically, the Layer 2 entity associated with each call (core aspects, in case of Frame Relaying) shall:
a) stop sending frames;
b) indicate to higher layers that the frame mode connection has been disconnected,;

c) release the DLCI value.

For each cleared frame mode call the DSS 1 frame mode protocol control entity shall then:
1) return the frame mode call to the Null state;
2) release the call reference;

3) if there are no otheframe modecalls using the indicated B-channel and the B-channel isseni-
permanent, return the B-channel to the Released state (see 5.3.1/Q.931).

When all calls associated with thpecified channel(s) or interfacefgve been clearedither by these procedures or by
those of 5.5.2/Q.931, a RESTART ACKNOWLEDGE message shall be sent.
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5.6 Call collision
The procedures of Recommendation Q.931 are used.

Whenever an attempt is made to tlesame DLClvalue for different calls at a given interface, prioktyl be given to
the incoming call.

5.7 Handling of error conditions

In general, the procedures of Q.931 are used. When a Case A connection is released prior to the relzase ohtite
connections within it, the usehavethe responsibility of releasing tlimme modeconnections on that circuit-switched
channel. However, if the users fail to releasefidume modeconnections, it is the responsibility of the RFH to release the
frame mode connection towards the remote users.

5.8 List of system parameters

The description of timers in the network side and the user side of the interface are specified in 9/Q.931.

5.8.1 Timers in the network side

The network side timers are specifiedTiable 9-1/Q.931. TheTimersthat are supported in thRecommendation are:
T301 T303, T305, T308, T309, T310, T312 and T322.

5.8.2 Timers in the user side

The user side timers are specifiedleble9-2/Q.931. Theimers that are supported fhis Recommendation ar&301,
T303, T305, T308, T309, T310, T313 and T322mers T305, T308 and T31&re mandatory fomll user side
implementations.

Annex A

Additional procedures for permanent virtual connections (PVCSs)
using unnumbered information frames
(This annex forms an integral part of this Recommendation)

This annex describes tmeeans for notification of outage of a permanent virtuminection, andecovery fromsuch a
condition. For implementations supporting only PVCs, unacknowleduyste of operation at layer &d case A, the
procedures given ithis annex are applicabl€hese procedureray beinitiated by a user equipment that supports PVCs
andonly unnumbered informatioful) frametransfer only. Optionally, these procedumesy beinitiated by the network

for those networkdhat implement bidirectional status enquiry. This annex applies only to case A (using in-channel
signalling). These procedures argended to be usednly for operational purpose@ather than maintenance and
management).

The procedures include:
a) notification of the addition of a PVC;
b) detection of the deletion of a PVC;
c) notification of the availability (active) or unavailability (inactive) state of a configured PVC:
— inactive means that the PVC is configured but is not available to be used;
— active means that the permanent virtual connection is available to be used;
d) link integrity verification.
NOTE — Additional procedures for operation of permanent virtual connections may be a subject of future Recommendations.

The layer 3 messages are transferred a¢chasbearer channel usifeyer 2 unnumbered informatidrames (aglefined
in Recommendatio.922) onDLCI 0, with the poll bit set to 0. The forward explicit congestion notificatmackward
explicit congestion notification, and the discard eligibility indicator bits shall be set to 0 on transmission.
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A.l Messages used for PVC status

The messagethat use thalummycall reference for permanent virtual connection suppottérframe relay service are
STATUS and STATUS ENQUIRY. The messagesedfor PVC status are sent using tdbemmy call reference (see

4.3/Q.931) on DLCE 0.

A1l  STATUS

This message is sent in response to a STATUS ENQUIRY message to indicate the status of permanent virtual connections
or for alink integrity verification. Optionally, imay besent atany time toindicate the status of a single PVC. Sable
Al

TABLE A.1/Q.933

Message typeSTATUS
Direction: both

Significance: local

Information element Reference Direction Type Length
Protocol discriminator 4.z both M
Call reference 4.3 both M
Message type 4.4 both M
Report type A3.1 both M 3
Link integrity verification A3.2 both O (Note 1) 4
PVC status (Note 2) A3.3 both O (Note 3) 5—7 (Note 2)
NOTES

1 Mandatory if the type of report felll statusor link integrity verification only Not included in the optional asynchronous
status message (report type equal to single PVC asynchronous status).

2 Included in the case offall statusmessage. This is aTATUS messagehiat contains the status afll PVCs on the bearer
channel. There is one PV&atusinformation element for eaghbermanent virtual circuit configured ohat beareichannel. The
PVC statusnformation elements ar@ranged in the message in ascending ord®Ldls; the PVC with the lowedDLCI is first,
the second lowef2LCl is secondand soon. The maximum number of PVCs that can be indicated in a mesdagited by the
maximum frame size. The optional asynchronous STATUS message contains a single PVC status information element.

3 Mandatory if the report type informaticglement indicatedull statusor single PVC asynchronous statuand the bearer
channel has PVCs configured.

A.l.2  STATUS ENQUIRY

This message isent to request the status of permanent virtual connectionsexiftolink integrity. Sending &TATUS
message in response to a STATUS ENQUIRY message is mandatory. See Table A.2

TABLE A.2/Q.933

Messge type: STATUS ENQUIRY
Direction: both

Significance:  Local

Information element Reference Direction Type Length
Protocol discriminator 4.z both M
Call reference 4.3 both M
Message type 4.4 both M
Report type A3.1 both M 3
Link integrity verification A.3.2 both M 4

44 Recommendation Q.933  (03/93)



A.2 Information elements

A.2.1  Protocol discriminator

See 4.2/Q.931.

A.2.2  Call reference

The dummy call reference value is used for these procedures. S©e98.38/

A.2.3 Message type

See 4.4.

A.3 Information elements

A.3.1 Report type

The purpose of the Repdstpe information element is timdicate thetype of enquiry requested when included in a
STATUS ENQUIRY message or the contents of the STATUS message. The length of this information element is 3 octets.
See Figure A.1.

8 7 6 5 4 3 2 1 Octet
report type
0 1 0 1 0 0 0 1 1

information element identifier

Length of report type contents 2

Type of report 3

Type of report (octet 3)

Bits

8765 4321

0000 0000  Full status (status of all PVCs on the bearer channel)
0000 0001  Link integrity verification only

0000 0010  Single PVC asynchronous status

All other values are reserved.

FIGURE A.1/Q.933

Report type information element

A.3.2  Link integrity verification

The purpose of the link integrity verification information element is to exchange sequence numbers between the network
and the user equipment on a periodic basis. The length of this information element is 4 octets. See Figure A.2.
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8 7 6 5 4 3 2 1 Octet

Link integrity verification

0 1 0 1 0 0 1 1 1

Information element identifier

Length of link integrity verification contents 2
Send sequence number 3
Receive sequence number 4

Send sequence number (octet 3)
The current send sequence number of the originator of the message. It is binary encoded.
Receive sequence number (octet 4)

The send sequence number received in the last received message. It is binary encoded.

FIGURE A.2/Q.933

Link integrity verification information element

A.3.3 PVC status

The purpose of the PVC status information element is to indicate the status of existing PVCs on the bearer channel. This
information element can be repeated, as necessarynassage tindicate the status of all PVCs on the bearer channel.

The length of this information element depends on the length @fltBés being used on the channel. The length of this
information element is 5 octets when a default address format (2 octet) is used. See Figure A.3.

NOTE — Support of single PVC status is for further study.

A4 Procedures

These procedures use periodic polling to determine the status of PVC connections and to verify the integrity of the link.

A.4.1  Periodic polling

The user equipment initiates the polling described below. In the optiasalwher¢he procedures are initiated by the
network, similar procedures apply with administration of sequence numbers as indicated in A.6.

If bidirectional procedures are implementedthg network, the network shall use STATESIQUIRY messages, and
users shall respond with STATUS messages, as specified in these procedures.

1) EveryT391 seconds, the user equipment sen83ATUS ENQUIRY message the network andesets
its polling timer (T391). The T391 interval between such messages is called the polling interval.

2) The STATUS ENQUIRY message typicallgquests a link integrity verification exchange only, (report
type equal '0000 00001'Every N391 polling cycles,the user equipment requests full status of all PVCs
(report type equal '0000 0000").

3) The network responds to each STATUS ENQUIRY messétfjea STATUS messagand resets the T392
timer, which is used by the network to detect errors (see A.5)STAFUS messagsent in response to a
STATUS ENQUIRY containghe link integrity verificationand report type information elements. If the
content of the reportype information element specifidall status then theSTATUS message must
contain one PVC status information element for each PVC configured on the bearer channel.
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4) The user equipment shall parse the STATUS message depending utype thiereport. The network may
respond to any pollith a full statusmessage in case ofRV/C status change or to report a neatided
PVC on the bearer channel. If it is a full statnessagethe user equipment should update the status of
each configured PVC.

5) The user equipment shall interpret the omissionpyeaiously reportedVC from the full statusmessage
as an indication that the PVC is no longer provisioned for the bearer channel.

NOTE — The optional single PVC asynchronous STATUS message is not part of the periodic polling process.

8 7 6 5 4 3 2 1 Octet
PVC status
0 1 0 1 0 1 1 1 1
Information element identifier
Length of PVC status contents 2

0 0 Data link connection identifier 3
ext Spare (Most significant 6 bits) (Note 1)
1 Data link connection identifier 0 0 0 3a
ext (2nd most significant 4 bits) Spare (Note 2)
1 0 0 0 New 0 Active 0 4
ext Spare Spare Spare

NOTE 1 - Bit 6 of octet 3 is the most significant bit in the data link connection identifier.
NOTE 2 — When address extension octets are implemented, the structure (octets 3b and 3c) given in Figure 4-3 apply.
Data link connection identifier (octet 3 bits 6-1 and 3a bits 7-4)

Data link connection identifier is coded in binary.

New (octet 4)

Bit

4

0 PVC is already present

1 PVC is new

NOTE 3 — This bit has no significance in a single PVC asynchronous status.

Active (octet 4)

Bit

2

0 PVC is inactive

1 PVC is active

NOTE 4 — If the A bit is set to zero in a PVC status information element, the end user should stop using the specified PVC. The
network sets this bit to zero when the network determines that the PVC is not operational.

FIGURE A.3/Q.933

PVC status information element for default 2-octet address

A.4.2  Link integrity verification
The purpose of the link integrity verification information element is to allow the netaradkthe user equipment to

determine the status of the in-channel signalling (PIkCI 0). This isnecessary since these procedures use unnumbered
information (Ul) frames at layer 2.
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The user and the network maintain the following internal counters:

— the send sequence counter maintains/éthée ofthe send sequence number field of the last link integrity
verification information element sent;

— thereceive sequence counter maintaims value ofthe lastreceivedsend sequence number field in the
link integrity verification information elemeiind maintains thealue to be placed ithe next transmitted
received sequence number field.

The following procedure is used:

1) Before any messages are exchangfesl,network and the useevice sethe send sequence counter and
receive sequence counter to zero.

2) Each timethe user equipment sends a STATHNQUIRY message, it incrementSe send sequence
counter andlaces its value intthe send sequence number field. It also places the cwakrd of the
receive sequence countérto the receive sequence number field tife link integrity verification
information element. The user equipment increments the send sequence counter usin@&todlihe
value zero is skipped.

3) When the networkeceives a STATUS ENQUIRYrom the user equipment, the network checks the
receive sequence number receiieain the user equipment against its send sequence counter. The
handling of error conditions is described in A.5.

The receivedsend sequence number is stored in theeive sequenceounter. The network then
increments its send sequence counterf@ades its current value the send sequence number field and

the value ofthe receive sequence count@he last receivedsend sequence number) into tteeeive
sequence number field of the outgoing link integrity verification information element. The neheork
transmits the completed STATUS message back to the user equipment. The network equipment increments
the send sequence counter using modulo 256. The value zero is skipped.

4) When the user equipmengiceives a STATU&om the network in response to a STATESIQUIRY, the
user equipment checks theceive sequence number receifieun the network against its send sequence
counter. The handling of error conditions is described in A.5. The received send sequence number is stored
in the receive sequence counter.

NOTE — The value zero in the receive sequence number indicates that the field contents are undevinlee, ithisormally
used afteinitialization. The value zero shaibt be sent in the sersgtquence numbdield so thatthe receivesequence number shall
never contain the value zero to differentiate the undefined condition from the normal modulo round off.

A.4.3  Reporting new PVCs

One of the functions of periodic polling is notify the user equipment of newdgdded permanent virtual circuits using a
full status message. TH&VC reporting procedure using a full statnessageensures that a permanent virtual circuit
cannot be deleted and another added usingahe DLClwithout the user equipment detecting the change. The PVC
reporting procedures are defined as follows:

1) When a newermanent virtual circuit has been added, the network sets the new bit to 1 in the PVC status
information element for that PVC in a full status STATUS message.

2) The network shall not clear the new bit in the PVC status information elemdrit receives a STATUS
ENQUIRY messageontaining areceive sequence numbequal to the send sequence counter (i.e. the
send sequence number transmitted in the last STATUS message).

3) When the user equipmergceives a full statumessagecontaining a PVC status information element
identifying an unknowrDLCI and the new bit is set to 1, the user equipmaarksthis PVC as new and
adds it to its list of PVCs.

NOTE — The procedures for reporting of new PVCs are not supported by asynchronous status messages.

A.4.4  Reporting the availability of a PVC

The user equipment uses the PVC statassage tdetect a change in status of configured PVCs. As described in A.4.1,
every N391 polling interval the user equipment sends a STATUS ENQUIRY message with a report type of full status. The
network responds with a STATUS message containing a PVC status information element for each PVC configured on that
bearer channel. Each PVC status information element contaagiea bitindicating theavailability or unavailability of

that PVC.
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The action of the user equipment takes based ovalbe ofthe active bit isindependent of the action based on the new
bit. The user equipment could get a PVC status information element with the new bit set to 1 and the active bit set to 0.

If the user equipment receives a PVC status information element witletitae bit set to Othe user equipment shaliop
transmittingframes orthe PVC until itreceives &VC status information elemefur that PVC with theactive bit set to
1. Other action taken by the user equipment is implementation dependent.

Since there is a delay betwete time the networkmakes aPVC availableand thetime it transmits a PVC status
information element notifying the user equipment, there is a possibility of the user equipment réeenasgpn a PVC

marked as unavailable. The action the user equipment takes on receipt of frames on an unavailable PVC is implementation
dependent.

Since there is a delay between the time the network detects that a Phé€biare unavailablend thetime it transmits a
PVC status information element notifying the user equipment, there is a possibility of the network réeenésgn an
unavailable PVC. The action the network takes on receifstwsfes for an unavailablVC is network dependent and
may include the dropping of frames on the unavailable PVC.

See the following clause for conditions under which the network sets the active bit to zero.

A5 Error conditions

The frame relaynetwork and the user equipment useitifermation provided by periodic polling for error monitoring.
The network and user equipment detect the following error conditions:

— in-channel signalling link (DLCI 0) reliability errors;
— signalling link protocol errors;

— internal network problems.
Errors are detected as anomalies in the timing or content of events.

The networkand user equipment cafso detecaind act orerrors not described in this subclause (&ager 1 errors,
frame check sequence errors, and protocol errors with each PVC).

A.5.1 Network operation errors
The network shall set the active bit to 0 if it detects a service affecting condition within the network (not defined here).

The network detects the following errors at the user-network interface:
— non-receipt of a STATUS ENQUIRY in T392 seconds;
— invalid contents of a link integrity verification information element. This consists of an imeakive

sequence number. The received receive sequence number valid when it is not equal to the last
transmitted send sequence number.

The loss of drame at layer Ze.g. a CRC error) will be detected in these procedures by non-receipt of a STATUS or
STATUS ENQUIRY.

An event is defined as follows:
— receipt of a STATUS ENQUIRY message; or
—  expiration of timer T392.

Following the detection of service affectingondition at the user-network interface by the network, the network should
notify the remoteuser equipmenfor eachPVC whoseservice is affected by settirthe active bit to 0 in a full status
STATUS message or optionally the single PVC asynchronous STATUWSessage. One methddr determining a
service affecting condition is by detecting that N392 of the last N393 events are in error.

Recommendation Q.933  (03/93) 49



A.5.2  User equipment operation errors

The user equipment detects the following errors at the user-network interface:

— non-receipt of a STATUS messagith reporttype equal tofull statusor link integrity verification onlyin
a polling interval after transmission of a STATUS ENQUIRY;

— invalid contents of a link integrity verification information element. This consists of detecting an invalid
receive sequence number. The received receive sequence numberasid when it is not equal to the
last transmitted send sequence number.

NOTE — Asynchronous status messages do not satisfy the requirement for a status message in a given polling interval.
The loss of a frame at layer 2 (e.g. CRC error) will be detected by non-receipt of a STATUS or STATUS ENQUIRY.
An event is defined as transmission of a STATUS ENQUIRY message.

Following the detection of aervice affectingcondition at the user-network interface, the user equipment sbtmgd
transmission of frames oall PVCs on the bearer channel. The user equipment should continugelifikation
procedures to detect service restoration. One method of determining a service affeudiitign is by detecting N392

errors in the last N393 events. The user equipment also may use other methods for detecting service affecting conditions.

When the user equipment detects thatdbrvice affectingcondition is cleared, it resumes normal operatiorative
PVCs on the bearer channel. One method to dséeice restoration is by detectitigat N392consecutive events have
occurred without error.

This procedure detects problemsth the in-channel signalling linKDLCI 0) and does not detegroblemswith
individual PVCs.

If the user equipmentceives &VC status information elemefur a PVC not currently defined and the new bit is set
to 0, the user equipment records this as an amdradds the PVC to tteetive PVCs. Other actions taken thye user
equipment are implementation dependent.

If the user equipmeneceives a full status STATUBessage fronthe network that is missing a PVC statuf®rmation
element for @VC that the user equipment currently is using, the user equipmenteshallethat PVCfrom its list of
PVCs.

A.6 Optional bidirectional network procedures

If bidirectional procedures are implementedthg network, the network shall use the STATENSQUIRY message and
user equipment shall respond with BIEATUS message. lthis case, the procedures describbdveshall apply along
with the following:

1) Periodic polling— The network drives a periodic polling process as described in A.4.1 and A.4.2.

2) Link integrity verification— A second set of sequence numbers are used by the netmdrthe user
equipment for the link integrity verification procedure. Sequence numbers are generated Idtallydsr
equipment and network equipment. Equipment dpatrates in both usand networkroles shall maintain
two independent sets of sequence numbers: orfersgge inmessages ithe user-to-network procedures
and the other set for use in messages in the optional network-to-user procedures.

3) Error conditions— The procedures in A.5.1 and A.5.2 apply.

A7 System parameters

TablesA.3 and A.4summarizethe acceptable values fahe configurableparameters described in these procedures.
Parameter values other than the default values are a subscription option.
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TABLE A.3/Q.933

System parameters — counters

Counter Description Range Default Usage User or Network
N391 Full status (status of all PVCs) polling 1-255 6 Polling cycles User and network
counter (Note 3)
N392 Error Threshold 1-10 (Note 1 3 Errors both
N393 Monitored events count 1-10 (Note 2) 4| Events both
NOTES

1 N392 should be less than or equal to N393.

2 If N393 is set to @aluemuch lesghan N391, then the linkould go inand out-of-error condition without thaser equipmen
or network being notified.

3 N39lalways applies to the user equipment. It applies to theamskretwork if the optional bidirectional network procedures
are invoked (see A.6).

TABLE A.4/Q.933

System parameters — timers

] I Range Default Actions taken when
Timer Description (seconds)| (seconds) Started Stopped expired
T391 (Note 2) | Link integrity 5-30 10 Transmit - Transmit STATUS
verification polling STATUS ENQUIRY. Record
timer ENQUIRY error if STATUS
message not received
T392 (Note 3) | Polling verification 5-30 15 Transmit Receive STATUS Record error by
timer (Note 1) STATUS ENQUIRY incrementing N392.
Restart
NOTES

1 T392 should be greater than T391.

2 T391 always applies to the user. It applies to the arsgnetwork if the optional bidirectional network proceduresiaveked
(see A.6).

3 T392 always applies to the network. It applies to the netwmidk userequipment if the optional bidirectional netwo
procedures are invoked (see A.6).
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Annex B

Additional procedures for permanent frame mode connection
using acknowledged mode of operation

(This annex forms an integral part of this Recommendation)

This annex describes thmeans for notification of outage of a permaniame modeconnection, and notification of
recovery fromsuch a condition. For implementations that reqooexistence of switchefiame modeconnections and
permanent frame modmnnections on theame interface, or case(Bsing signalling on the D-channel), the procedures

of this annex shalapply. The procedures tfis annexmay also be usedor case A(using in-channel signalling) and
permanent frame mode connection only implementations. The procedure may be initiated by either the user or the network
and usesicknowledge mode operation (I frames). These procechagdeusedonly in failure cases. It is to hesed for
operational (rather than maintenance and management) purposes.

B.1 Messages used for PVC status
The messagethat use thalummycall reference for permanent virtual connection suppottérframe relay service are

STATUS and STATUS ENQUIRY. The messagassed for PVC status are sent using tldemmy call reference
(seed.3/Q.931).

B.1.1  STATUS

This message (see Talidel) is sent by the user or the network in responseS0ATUS ENQUIRY message or at any
time during a call to indicate the status of permanent frame mode connection (i.e. active or inactive).

— Active means that the permanent frame mode connection is available for use.

— Inactive means that the permanent frame mode connection is configured but is not available for use.

TABLE B.1/Q.933

STATUS message content

Message type:STATUS
Direction: both

Significance:  local

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.5 both M -*
Message type 4.4 both M 1
Cause 45.11 both M 4-32
Call state 4.5.6 both M (Note 1) 3
Channel identification 4.5.12 both Q(Note 2) 2-*
Data link connection identifier 4.5.15 both M 2-6
Display 4.5.16 n-u O (Note 3) (Note 4)
NOTES
1 Repeated when the STATUS message is sent in response to a STATUS ENQUIRY message.
2 Included only in case B to identify the channel associated with the DLCI.
3 Included if the network provides information that can be presented to the user.
4 The minimum length is 2 octets; the maximum length is 82 octets.
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B.1.2 STATUS ENQUIRY

This message isent by the user or the networkaaty time to solicit a STATU®$nessage fronthe peer layer 3 entity.
Sending a STATUS message in response to a STATUS ENQUIRY message is mandatory. See Table B.2.

TABLE B.2/Q.933

STATUS ENQUIRY message content

Message type: STATUS ENQUIRY
Direction: both

Significance: local

Information element Reference Direction Type Length
Protocol discriminator 4.2 both M 1
Call reference 4.3 both M 2-*
Message type 4.4 both M 1
Channel identification 4.5.12 both Q(Note 1) 2-*
Data link connection identifier 4.5.15 both M 2-6
Display 4.5.16 n- u O (Note 2) (Note 3)
NOTES
1 Included only in case B to identify the channel associated with the DLCI.
2 Included if the network provides information that can be presented to the user.
3 The minimum length is 2 octets, the maximum length is 82 octets.

B.2 Status change procedure

To indicate outage the user or the network sends a STA&sSage. Thdummycall reference is used @iL.Cl = 0 for
case A or on SAP 0 for case B. As permanent frame modenections are not associated vétty call,the call state is
coded as “call independent service”. The cause value is #39, “permanent frame mode connection out of service”.

To indicate recovery from outage the user or the network sends a STi&tkage. Theummycall reference is used on
DLCI =0 for case A or on SAR} 0 for case B. As permanent frame magdanections are not associated vétty call,
the call state is coded as “call independservice”. The cause value #40, “permanentframe modeconnection
operational”.

The network should inform users when the status of a permanent frame mode connection changes.

B.3 Status request procedure

To request the status of a permaname modeconnection, the user or the network sends a STABM®UIRY
message. The dummy call reference is used on BL@for case A, or on SARI 0 for case B. The DLCI and (for case B)
channel identification information element shall be present to indicateLiteéfor which status is requested. An entity
receiving STATUS ENQUIRY messagéall determine whether the permantame modeconnection identified by the
DLCI and (for case B)channel identification information element is operational or out of service. Itthkallsend a
STATUS message tihe entity that sent the STATUSNQUIRY message. Two cause information elements are present,
with causevalues#30 “Response to STATUS ENQUIRY'and either#39 “permanentframe modeconnectionout-of-
service”, or #40 “permanent frame mode connection operational”, respectively.
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B.3.1 Use of Timer T322

Timer T322 should be used in conjunction with the STATUS ENQUIRY message as defined in 5.8.10/Q.931.

B.4 Connectivity verification procedure

At the time that the signalling data link (i.edLCI = O within the access connection for case A, SAPI0 on the
D-channel for case B) is establishéde network should send a STATUSessage tahe userfor each subscribed
permanent frame mode connection. This STATUS message shall include: either cause #39 “permanent framefmode out
service” or causé40 “permanenframe modeperational”; the call state information element coded as “call independent
service”; and the DLCI information element.

If the signallingdata link is disconnected, all perman&ame modeconnections associated with that signalling data link
may be regarded to be out of service.

B.5 Operation on multipoint access arrangement

The procedures of Annex A/Q.932 may be used to associate a permanent frame mode connection with a specific TE or TA
on a multipoint access arrangement, when automatic TEI assignment procedures are usedElf fissignment is used,
no further procedures are needed.

Annex C

Provision of OSI connection mode network services
(NC-establishment and release phases)

(This annex forms an integral part of this Recommendation)

Support ofOSI connection mode network services is optional. It alltins Recommendation to be used in conjunction
with a NetworkLayerdata transfer phase protocol, i.e. either Appendix 1V/Q.922 2 Data Transfer Phase to provide
andsupport the CON&nd isapplicable only irthis case. Alternatively, the CONSay beprovidedand supportedver
Frame-mode bearer services bge of the X.25Packet-layer protocols according the procedures specified in
Recommendation X.223; in this case, the procedures of this annex do not apply.

This annex defines one of the methéaissupportingthe network-layer connection establishmamid release phases of
the OSI connection-mode network service (CONS) through the use of the procedures of this Recommendation.

The relationship between tHiecommendatioand thenetwork-layer connection establishmentdrelease phases of the
OSICONS is shown in Figure C.1. This relationship is descrdogg in terms ofthe networlayer entities thatprovide
the CONS (i.e. in a TE1 functional group), and no descriptianade ofthe actions of a networayer entitywhich
performs only a relay function for a given N-Connection (i.e. as in an ET, NT2 or TA functional group).

Transport Transport User service

Protocol Layer v
Network service

Protocol Network ?

defined in this Layer - -

Recommendation Provides Service

T1129860-91/d03

FIGURE C.1/Q.933

Relationship between this Recommendation and the NC-Establishment
and Release Phases of the OSI CONS
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C.1 Definitions

The following terms, developed in the OSI Reference Model (see Recommendation X.200) are used:

—  Network connection

Network layer

—  Network service

— Network service access point (NSAP)
— Network service access point address

—  Sub-network

The following terms, as they apply tbe networklayer and as defined in th®SI layer service conventions (see
Recommendation X.210), are used:

Network service user (NS-user)

Network service provider
—  Primitive
—  request
— indication
—  response
— confirm
The following terms, as defined in the OSI Network Service (see Recommendation X.213) are used:
— Calling network service user
—  Called network service user
— Network protocol address information (NPAI)
The following term, as defined in the Internal Organization of the Network Layer (ISO/IEC 8648) is used:

—  Sub-network dependent convergence protocol (SNDCP)

C.2 Overview

The OSICONS providedor the transfer of data between NS-usersndkes invisible tahe NS-users theay in which
supporting communications resources are utilized to achieve this transfer.

This annexmay beused to support specific realization othe NC-establishmergndrelease phases of the CONS. The
elements of the protocol to be considered are:

a) the messages and information elements to be mapped to the primitives and parameters in support of the OSI

CONS;
b) the relevant procedures in support of the frame mode bearer service; and

c) the supplementary services required in support of the CONS.

In addition to the frame mode bearer service, the following supplementary services shall be used and/or subscribed:
1) Calling line identification presentation (CLIP);
2) Connected line identification presentation (COLP);

3) Sub-address (usaxkcept wherdghe NSAP address can be encoded entirely in the Cpdlegt number,
Calling party number and Connected party number information elements);

4) User-user signalling, service 1 (implidit)sed toprovidethe NS-user datparameter tahe NCONNECT
request or N-DISCONNECT request primitiand subscribeéxcept if there isa priori knowledge that
the NS-User will never supply the NS-user data parameter).
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Other supplementary services may also be used and/or subscribed.

The NS-provider (and, specifically, the NL entity in an end system) provides:

NOTE - Study Group 13 igefining the ISDN protocol reference model (see Recommenddt®?0) to provide for a

in the NC-establishment and release phases, a translation betwpdamitiaes andparameters ahe OSI

CONS and the messages and IEs of this Recommendation;

in the data transfer phase, a translation betweeprimiives and parameters athe OSI CONS and the
packetsand associated fields of the Sub-network Dependeatvergence Protocol (SNDCP) agreed

between the peer NL entities;

a coordination function (CF), to coordinate the respective operation of the Q.933 protocol and the SNDCP.

synchronization and coordination function (SCF).

C.3 Network connection establishment phase

Table C.1 shows the relationshipetween the C-plane OSI CONSimitives/parameteraised during the network
connection establishment phas®d themessageandinformation elements (IE) associatedth the establishment of an

ISDN call.
TABLE C.1/Q.933
Mapping of OSI-CONS to Q.933 for connection establishment phase
OSI-CONS Q.933
Primitives: Messages:
N-CONNECTrequest SETUP (U N)
N-CONNECTindication SETUP (N-> U)

N-CONNECTresponse

N-CONNECTconfirm

CONNECT (U N)

CONNECT (N- U)

Parameters:

Called address

Calling address

Responding address

Receipt confirmation selection
Expedited data selection

QOS parameter set:
Throughput

Transit delay
Protection

Priority

NS-User-Data

Information elements:

Called party number (Note 1)
Called party sub-address (Note 1)

Calling party number (Note 1)
Calling party sub-address (Note 1)

Connected party number (Note 1)
Connected party sub-address (Note 1)

Packet layer binary parameters

Packet layer binary parameters

Link layer core parameters
End-to-end transit delay
(Note 2)

(X.213 priority)

User-user

NOTES

1 Depending on a variety of factors, an NSA&dressmight be totally encoded in a Callgzhrty
number information element, totally encoded in a Called party sub-addf@ssation element or encode
partially in a Calledparty Numberinformation elementand partially in a Calledparty sub-addres
information element. See Recommendati@34.

2 For further study.

o
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C.3.1  Primitive/Message mapping

On receipt of an N-CONNECT request primitive from a calling NS-user, the NL entity tmia@sSI|-CONS parameters to
the corresponding Q.933 information elements and sends a SETUP message across the ISDN user-network interface.

On receipt of the SETURessagethe NL entity in theremoteend system mapshe Q.933information elements to the
corresponding parameters, substituting defaultvalues if necessargnd signals alN-CONNECT indicationprimitive
to the NS-user.

If the called NS-user intends smceptthe N-connection, it sends &itCONNECT response primitive tine called NL
entity. The called NL entity themapsthe OSI-CONS parameters the correspondin@.933information elements and
sends a CONNECTmessage acrogbe ISDN user-network interface. On receipttbe CONNECTmessagethe NL
entity mapsthe Q.933information elements to corresponding OSI-CONS parameteds signals arfN-CONNECT
confirm primitive to the NS-user.

C.3.2 NSAP addresses

Local operation determingde contents of the netwonhrotocol address information (NPAIWhen networkservice
access point (NSAP) addresses are explicitly suppliethéoNS-Userthey are mapped tand from the corresponding
Q.933 information elements. This mapping is done four times.

1) The calling NSAP addregmrameter inthe N-CONNECT request primitive imapped tahe callingparty
number and/or callingarty sub-address information elements (see Recommendation 1.384)SETUP
message (U- N). The called NSAP addrepsrameter irthe N-CONNECT request primitive imapped
to the calledparty numberand/or calledparty sub-address information elements (see Recommendation
1.334) in the SETUP message.

2) The calledparty numberand/or calledparty sub-address (see Recommendation 1.334hénSETUP
message (N- U) are mapped tthe called NSAP addregsarameter inthe N-CONNECT indication
primitive. The calling party numbend/or callingparty sub-address (see Recommendation 1.334) in the
SETUP message are mapped tiee calling NSAP addresgarameter inthe N-CONNECT indication
primitive.

3) If the responding NSAP addresarameter irthe N-CONNECT response primitive isot thesame as the
corresponding called NSAP address presented to the called NS-user MiGO&NECT indication
primitive, it is mapped tdhe connectegarty numberand/or connectegarty sub-address information
elements (see Recommendation 1.334) in the CONNECT message\JJ

4) The connected party numbeand/or connectedparty sub-address information elements (see
Recommendation 1.334) in the CONNE@®@Tessage (N- U), if present, arenapped tathe responding
NSAP addresgparameter inthe N-CONNECT confirm primitive; if thesdEs are not present the
responding NSAP addregsarameter isthe same asthe called NSAP addresparameter in the
corresponding N-CONNECT request primitive.

The relationship between NSAP addresses and Q.933 information elements is defined in Recommendation 1.334.

C.3.3 QOS parameter set

The set of Quality of Service (QOS) parameters that are conveyed during the establishment phase are:
1) transit delay (which applies to both directions of data transfer);
2) throughput in the direction from calling NS user to the called NS user; and
3) throughput in the direction from the called NS user to the calling NS user;
4) priority to gain an NC;
5) priority to retain an NC;
6) priority of data on the NC;

NOTE — The following parameter may be the subject of future standardization.

7) protection of data on the NC.
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For each of these parameters, a set of “sub-parameters” are defined as follows:

a target value which is the QOS value requested by the calling NS user;

a “lowest quality acceptable” value that the calling NS user will agree to;

an “available” value which is the QOS value that the NS provider agrees to provide; and

a “selected” value which is the QOS value that the called NS user agrees to use.

The set of valuethat can be specifiefdr each sub-parameterdgfined in 4.5This set includes thealue “unspecified”
and may also include avalue defined to be a “default valudiat is mutually understood by tiS-providerand the
NS-user as applying in the absence of particular values.

C.3.4  Throughput QOS parameters

The requested throughpuninimum acceptabléhroughput, burst sizand agreed throughput of the linlayer core
parameters (LLCP) information element are derived from and used to derive the throughput QOS sub-parameters of the N-
CONNECT primitives. The LLCP information element specifles QOS at theore sublayer ofthe data linkayer (see

Annex A/Q.922). The methoder derivation ofthe values of these octet groufsem the throughput QO$arameters of

the N-CONNECT primitives,and for the derivation of the throughput Q@@rameters ofthe NCONNECT primitives

from the values of these octet groups is a local matter. This derivsitionld take into account the operation of $hé-

network dependent convergence protaoudl data link contrgbrotocol. Separate valuesthe QOSsub-parameters may

apply in each direction of transfer. The specific mappingsthef Q.933messagesnd octet groups in thd LCP
information element to/from both sets of throughput sub-parameters is given in Table C.2.

TABLE C.2/Q.933

Mapping of throughput QOS sub-parameters to Q.933
messages and the LLCP information element

OSI-CONS Q.933

Sub-parameter Primitive LLCP Octet Group Message
Target N-CONNECTrequest Throughput (request) committed SETUP
Burst Size (requested) (U= N)
Lowest quality acceptable  N-CONNECTrequest Minimum Acceptable SETUP
Throughput U-N)
Available N-CONNECTindication Throughput (available) SETUP
committed Burst Size (available) (N> V)
Lowest quality acceptable  N-CONNECTIndication Minimum Acceptable SETUP
Throughput (N-U)

Selected N-CONNECTresponse Throughput (agreed) committed CONNECT
Burst Size (agreed) (U->N)

Selected N-CONNECTconfirm Throughput (agreed) committed CONNECT
Burst Size (agreed) (N> V)

C.3.4.1 Processing of an N-CONNECT request primitive

When an NL entityreceives an N-CONNECT request primitive, it chettiesvalue ofthe requested throughput QOS. If
the target values of the sub-parameters in either direction are unspecified, then the NL entity will use the default values.
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If both of thevalues ofthe sub-parameters are specified, or if one value is spedified, the NL entitychecks for the
“lowest quality acceptable” value. If it cannot supghbrs value then it returns alN-DISCONNECTIndicationprimitive
to the calling NS user, and no Q.98%ssage isent. The originatoparameter othe N-DISCONNECT indication
primitive is “NS-Provider”,and the reasomparameter is either “connection rejection — Q@& available/transient
condition” (if the calling NL entity istemporarily unable to suppothe minimum acceptabl€®OS) or “connection
rejection — QOS not available/permanent condition” (if the calling NL entityneaer supporthe minimum acceptable
QOS). Otherwise, the NL entity derivaad encodes thappropriate values ithe link layer core parameter information
element, which is transmitted in a SETUP message across the ISDN user-network interface.

C.3.4.2 Processing a SETUP message

When an NL entityeceives a SETUP message, it follaws procedures defined $2.3.3. If the NLentity is unable to
provide at leasthe lowestacceptable Quality of Servicéhe call is rejected by sending a RELEASE COMPLETE
message. The cause location fieldiaf Cause information element shall be encoded as “user”, theveduseshall be
encoded a49, “Quality of Service unavailable’and the diagnostic field shall be encoded as either “trandiéritie
called NL entity is temporarily unable to suppthré minimum acceptabl®OS) or “permanent” (if the called NL entity
can never support the minimum acceptable QOS).

Otherwise, the NL entity derives, for both directions of transfer, the “available” and the “lowest quality acceptable” values
of QOS and indicates them to the NS-user in the throughput QOS parameters of the N-CONNECT indication primitive.

C.3.4.3 Processing an N-CONNECT response primitive

When an NL entityreceives an N-CONNECT response primitive, it encdtles‘selected'values for eacldirection of
transfer, as derivetom throughput QOS parameters, tile agreed throughput field of the litdyer core parameters
information element of the CONNECT message.

C.3.4.4 Processing a CONNECT message

The CONNECT message receivedthg calling NL entity contains the agreed throughput fields in the laypér core
parameters information element. The fields ased to derive the “selected” throughput Q@&ameters of the
N-CONNECT confirm primitive and signalled to the calling NS-user.

C.3.5 Transit delay QOS parameter

The cumulative, requesteahd maximum end-to-end transit delay value octet groupshef end-to-end transidelay
information element are derivdtbm and used to determine the trand@lay QOS parameters tfie N-CONNECT
primitives. End-to-end transit delay information element specitesdelay betweerthe two ISDN user-network
interfaces. Therefore, in deriving the transit delay QOS paraniiiarshis information element (andce-versa)the NL
entity shall take into account delays attributabléht operation of the NL entity, data litkyer elements of procedure
and core, and delays attributable to the effects of the rate of the ISDN access channel.

In order to support the trangielay QOS parameter finrame modethree octet groups are usedthin the end-to-end
transit delay information element as follows:

— the “target” value maps into the requested end-to-end transit delay (RETD) octet group;

— the “lowest qualityacceptable” value mapsto the maximum end-to-end transit delay (METD) octet
group; and

— the “available” and “selected” values map into the cumulative transit delay (CTD) octet group.

C.3.5.1 Processing an N-CONNECT request primitive

If an NL entity, upon receiving an N-CONNECT request primitive, cannot sufipeitowest qualityacceptable transit

delay, it rejects the request. In this case, it does not @en.933 messagebut does return an -BISCONNECT
indication primitive to the calling NS-user. The originator parameter diltB¢SCONNECTindicationprimitive is “NS-
Provider”, and the reason parameter is either “connection rejection — QOS not available/transient condition” (if the calling
NL entity is temporarily unable to suppatte minimum acceptableéQOS) or “connection rejection — QOS not
available/permanent condition” (if the calling NL entity can never support the minimum acceptable QOS).
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If an NL entity, upon receiving an N-CONNECT request, can supgperiowest qualityacceptable transit delay (if
specified), and either the lowest quality acceptable transit delay or the target transit delay is specified:

the NL entity encodes the cumulative tradgiay attributable tthe calling endsystem inthe cumulative
transit delay value octet group of the end-to-end transit delay information element;

— if a target transit delay is specifietie NL entity encodes thigalue minusthe cumulative transidelay
attributable to the calling end system in the requested end-to-end transit delay value octetthmapdf
to-end transit delay information element;

— if a lowest acceptable quality transit delay is specitieel,NL entity encodes thigalue inthe maximum
end-to-end transit delay value octet group of the end-to-end transit delay information element; and

— the end-to-end transit delay information element is sent in the SETUP message.

If an NL entity receives an N-CONNECT request primitiwéth both the target and lowest qualipcceptable
sub-parameters “unspecifiedhe end-to-end transielay information element is naicluded in the SETUPnessage
(U = N).

C.3.5.2 Processing a SETUP message

When an NL entityreceives a SETUP message, it follotie procedure 06.2.3.3. In addition, icomputesthe total
NC-transit delay byadding the cumulative transitelay value contained ithe end-to-end transielay information

element to the cumulative transliélay attributable téhe calling endsystem. Ifthe maximumend-to-end transitielay

value octet group dhe end-to-end transitelay information element is presetite NL entitycomparests value to the

total NC-transit delay is calculatetbove. Ifthe total NC-transitlelay is greatethan themaximumend-to-end transit

delay, the NL entity clears the call by sending an appropriate clesrésgagei.e. either RELEASE or RELEASE
COMPLETE). The cause location field of the cause information element shall be encoded as “user”, tredwzmshall

be encoded as 49, “Quality of Service unavailable”, and the diagnostic field shall be encoded as either “permanent” (if the
called NL entity can never suppdhe minimum acceptabl®OS) or “transient” (if the called NL entity temporarily

unable to support the minimum acceptable QOS).

If the total NC transitlelay is lesshan or equal to themaximumtransit delay, or thenaximumend-to-end transidelay
value octet group othe end-to-end transielay information element is not presetiie NL entity indicates the total
NC-transit delay ashe available transit delagub-parameter ahe transitdelay QOS parameter ithe N-CONNECT
indication primitive signalled to the called NS-user.

If the end-to-end transit delay information element is not present in the StE&tHagethe NL entity indicates thealue
“unspecified” for the available transit delay in the N-CONNECT indication primitive.

C.3.5.3 Processing an N-CONNECT response primitive

When an NL entityreceives an N-CONNECT response primitiveintludes thevalue ofthe total NC-transidelay
calculatedabove inthe CTD octet group ofhe end-to-end transilelay information element ithe CONNECTmessage.
The end-to-end transit delay information element in the CONNECT message contains only the CTD octet group.

C.3.5.4 Processing a CONNECT message

When an NL entityreceives a CONNECT message, it maps CTD octet grothea#nd-to-end transitelay information
element to the selected trandilay sub-parameter dfie transitdelay QOS parameter die N-CONNECT confirm
primitive signalled to the calling NS-user.

C.3.6  Priority QOS Parameters
NC Priority specifies relative importance of an NC with respect to gaining an NC; keeping an NC or data on the NC.

The set of valueshat can be specifiefbr each Priority sub-parameter randesm O (lowest priority) to 14 (highest
priority). An NL entity supports all of these values. The value “unspecified” is also allowed (encoiigl Bse NC
Priority parameters to gain an N@d tokeep an NC together defiiee order in which NCs are to be brokerr¢oover
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resources if necessary. The NS provider is required to accept new régubkEswith high priority to gain an NC, if it
can, even if NCs with a lower priority to keep an NC have to be released to do so.

The priority of data othe NCparameter definethe order in which NCs are twmvetheir QOS degraded. An NC with a
high priority of data on an NC is thaveits request servicedithin the required QOS firsindremaining resources are
then used to attempt to satisfy requests on lower priority NCs.

NOTE — The use or abuse of the NC Priority QOS-parameters can be controlled by one or more of the following:
— user discipline within a closed group of NS users;
— differential tariffs;

— management facilitiesvithin the Network Layersuch that requestior NC Priority are policed and
regulated.

C.3.6.1 Processing of an N-CONNECT request primitive

An NL entity that supports a choice mfority levels shall proceed as specifiedlire following subclause. An NL entity
that does not support a choice of levels shall proceed as specified in the next subclause.

C.3.6.2 Processing of an N-CONNECT request primitive with choice of priority levels supported

If an NL entity, when receiving aN-CONNECT request primitive, cannot suppthré lowest qualityacceptable priority

for any ofthe three Priority QOParameters (priority to gain an NC, priority to retain an &fd priority of data on an

NC) when specified, then it rejects the request. In this case, the NL entity signdiDE@CONNECT indication
primitive to the calling NS user. The originatparameter iS'NS Provider”. The reason parameter is “Connection
Rejection” — QOS Not Available/Transient Condition,” or “Connection Rejection — QOS Not Available/Permanent
Condition” if the NL entity could never suppdhte lowest qualityacceptable priority for one onore ofthe Priority QOS
parameters.

If an NL entity, when receiving aN-CONNECT request primitive, can supptire lowestacceptable priority foall the

three Priority QOS parameters (priority to gain an NC, priority to retain aand@riority of data orthe NC) orany of

the lowest qualityacceptable QOS parameters is unspecifteeh the NL entity encodes the Priotitjormation element
as follows:

a) if the lowest qualityacceptable priority of a Priority parameter is specifiesdyalue is encoded ithe sub-
field of the Priority information element designated to containghizparameter; otherwisthis sub-field
of this information element is encoded as 15 (unspecified); and

b) if the target of a Priorityparameter is specifiedis value is encoded ithe sub-field of the Priority
information element designated to contain gub-parameter; otherwisthis sub-field of thénformation
element is encoded as 15 (unspecified).

If either the target or the lowest qualégceptable priority is specified for anytbe Priority QOSparametersthen the
resulting Priority information element is transmitted across the interface in a SEEISage. Any sub-field of the
Priority information element that contains the “unspecifigdlue (i.e.15) may beomitted if, and only if, it is not
followed by a sub-field containing a value othikan “unspecified”. If both the target and lowest quaditceptable
priority are unspecified for all Priority QOS parameters, then no Priority information element is transmitted.

C.3.6.3 Processing of an N-CONNECT request primitive with choice of priority levels not supported

When an NL entityreceives an N-CONNECT request primitiveshtall encode the lowest qualiagceptableindtarget

priority level for each Priority QOS parameter in the Priority information element for transmission across the interface in a
SETUP messageinless both values of all parameters are unspecifiedihioh case it shall not transmit a Priority
information element.

C.3.6.4 Processing of an incoming SETUP message by an end-system

An NL entity that supports a choice mfority levels shall proceed as specifiecttwe following subclause. An NL entity
that does not support a choice of levels shall proceed as specified in the next subclause.
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C.3.6.4.1Processing of a SETUP message with choice of priority levels supported

When receiving a SETUP message, an NL entity determines the available and lowest acceptable sub-parameters to be used
in the N-CONNECT indication primitive for each Priority QOS parameter as follows:

a) if themessageontains no Priority information elemetiben bothsub-parameters for each Priority QOS
parameter are unspecified;

b) if the sub-field of the Priority information element designated to contaiaviiéble sub-parameter for a
Priority QOS parameter is presetiten thevalue ofthis subparameter is as given ithe sub-field;
otherwise, the value is unspecified,;

c) if the sub-field of the Priority information element designated to contain the lowest caaléptable
sub-parameter for a PrioripOS parameter is presetiten thevalue ofthis subparameter is as given in
the sub-field; otherwise, the value is unspecified.

If, for any of the three Priority QOS parameters (priority to gain an NC, priority to retain amé&iority of data on the

NC), the NL entity cannot support the lowest quality acceptable priority, then the NL entity clears the call (i.e. transmits a
DISCONNECT message). The cause is “Normal call clearing”. OtherihiséyL entity indicatedfor each Priority QOS
parameter, the available and lowest quality acceptable priority valties Rriority QOSarameters dhe NCONNECT
indication primitive signalled to the called NS user.

C.3.6.4.2Processing of a SETUP message with choice of priority levels not supported

When an NL entityreceives a SETUP messagige values ofthe availableand lowest qualityacceptable priority-level
sub-parameters farse in theN-CONNECT indicationprimitive for each PriorityQOS parameteshall be thevalues
specified by the Priority information element in the message unless there is no Priority information element,dasehich
the values of both sub-parameters shall be “unspecified”.

C.3.6.5 Processing of N-DISCONNECT Request, N-CONNECT Response primitives

If the called NS user does nagree tahe Priority QOSparameter presented the NCONNECT indicationprimitive,

then it signals arN-DISCONNECT request primitive to rejethe NC. Consequently, the NL entity transmits a
RELEASE COMPLETE message to reject the call. Otherwise, the NS user signals an N-CONNECT response primitive to
the NL entity.

When an NL entityreceives an N-CONNECT response primitive, it encdtlesselectegbriority value, if specified, as
given for each priorityQOS parameter, ithe X.213priority information element returned the CONNECTmessage.
Any sub-field ofthe X.213priority information elementhat contains the “unspecifiedalue (i.e.15) may beomitted if,
andonly if, it is not followed by a sub-field containirtige value othethan “unspecified”. If the selectaqatiority value is
unspecified forall Priority QOS parameterthen no X.213priority information element is returned the CONNECT
message.

C.3.6.6 Processing of received CONNECT message in an end-system

When an NL entityeceives a CONNECT message, it indicatesselectegbriority value, as given ithe X.213priority
information element (if present), for each prio@PS parameter adhe N-CONNECT confirm primitive signalled to the
NS user. The absence of a sub-field inXh213 priority information element correspondstte value “unspecified”. If
the X.213priority information element is not presentte CONNECTmessagethen the selectedalue of each priority
QOS parameter is “unspecified”.

C.3.7 NS-user data

When an NL entity receives an N-CONNECT request primitighdtl mapthe NS-user datparameter (if present) to the
User-user information element in the SET@ssage. The protocol discriminator fisldall be encoded &©SI high
layer protocols”.

When an NL entity receives a SETUP messagshatlmapthe User-user information element (if present) to theuss
data parameter ahe N-CONNECT indicationprimitive signalled tothe called NS-user. Checking of tipeotocol
discriminator field of the User-user information element is implementation dependent.
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When an NL entityreceives an N-CONNECT response primitivaliall mapthe NS-user datparameter (if present) to
the User-user information element in the CONNE@&ssage. The protocol discriminator fieddall be encoded as
“OSl high layer protocols”.

When an NL entityeceives a CONNECT messagesthiallmapthe User-user information element (if present) to the NS-
user data parameter tife N-CONNECT confirm primitive signalled tthe calling NS-user. Checking of tipeotocol
discriminator field of the User-user information element is implementation dependent.

C.3.8 Receipt confirmation selection and expedited data selection

C.3.8.1 Receipt confirmation selection

If the N-CONNECT request primitive indicatésise of receiptconfirmation” in the receipt confirmation selection
parameter, and if the NL entity can support receipt confirmation in the data transfer phase, then the NL entity shall encode
“request indicated” in the receipt confirmation selectimmrameter ofthe Packetlayer binary parameter (PLBP)
information element in the SETURessage. However, ifno use of receipt confirmation” is indicated in the
N-CONNECT request, or ihe NL entity cannot support it, then the NL entity shall encoderequest” in the PLBP
information element of the SETUP message.

When an NL entity at the callezhd system receives SETUP messageavith the PLBP information element requesting
the use of receipt confirmatioand if the NLentity can support receipt confirmatiahen the NL entity shall indicate
“use of receipt confirmation” in the N-CONNECT indication primitive signalled to the NS user. However, if the NL entity
cannot support the use of receipt confirmation, or if the PLBP information element inticatesjuest”, then the NL
entity shall indicate “no use of receipt confirmation” in the N-CONNECT indication primitive signalled to the NS user.

When the NL entityreceives an accepted N-CONNECT response primitidecating “use of receipt confirmation”, it
shall encode “request accepted” in thefbitthe receipt confirmation selectiamithin the PLBPinformation element
conveyed inthe CONNECTmessage tindicate that receipt confirmation can be useding thelife of the call. If the
receipt confirmation parameter indicate® use ofreceipt confirmation” in thé&\-CONNECT response primitiveéhen
the NL entity shall encode “request denied” in the PLBP information element of the CONNECT message.

When the calling endystem receives a CONNECT messagth the PLBP information element indicating “request
accepted” for receipt confirmation, the NL entity shall indicate “use of receipt confirmation” M@@NNECT confirm
primitive sent to the NS user. However if the CONNE@dssagéndicates “request denied”, the NL entity shall indicate
“no use of receipt confirmation” to the calling NS user. The call is completed regardibesdehial or acceptance of the
use of receipt confirmation.

C.3.8.2 Expedited data selection

If the N-CONNECT request primitive indicatésse of expedited data” in the expedited data selegi@wameterand if

the NL entity can support expedited data in the data transfer phase then the NL entity shall encode “request indicated” in
the expedited data selection bit of the Patkggr binary parameter (PLBP) information elementhe SETUPmessage.
However, if“no use of expedited data” is indicated in tHeCONNECT request, or ifhe NL entity cannot support it,

then the NL entity shall encode “no request” in the PLBP information element of the SETUP message.

When an NL entity at the callezhd system receives SETUPmessagevith the PLBP information element requesting
the use of expedited data, and if the bittity can support expedited data, then the NL entity shall indicate “use of
expedited data” in the /CLONNECT indicationprimitive signalled tothe NS userHowever, ifthe NL entity cannot
support the use of expedited data, or if the PLBP information element indicatesquest”, then the NEentity shall
indicate “no use of expedited data” in the N-CONNECT indication primitive signalled to the NS user.

When the NL entityreceives an N-CONNECT response primitimglicating “use of expedited data”, it shall encode
“request accepted” in the bibr the expedited data selection within the PLBRrmation element conveyed in the
CONNECT message to indicate that expedited data can be used dutlifegydhéhe call. If the expedited daparameter
indicates “no use of expedited data” in tleCONNECT response primitivéhen the NL entity shall encode “request
denied” in the PLBP information element of the CONNECT message.
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When the calling endystem receives a CONNECT messagth the PLBP information element indicating “request
accepted” for expeditedata, the NL entity shall indicate “use of expedited data” in #&OMNECT confirm primitive
sent to the NS uselowever, ifthe CONNECTmessagéndicates “request denied”, the NL entity shall indicate use

of expedited data” to the calling NS user. The caltdmpleted regardless tiie denial or acceptance of the use of
expedited data.

C4 Network connection release phase

Table C.3 shows the relationship between the primitives and parameters used during the network connection release phase
and the messages and information elements associated with the call clearing procedures.

TABLE C.3/Q.933

Mapping of OSI-CONS to Q.933 for connection release phase

OSI-CONS Q.933

Primitives: Messages:

N-DISCONNECTrequest DISCONNECT (U N)
RELEASE (U- N)
RELEASE COMPLETE (U= N)

N-DISCONNECTindication DISCONNECT (N- U)
RELEASE (N- U)

RELEASE COMPLETE (N- U)
RESTART (N— U) (Note 1)

Parameters: Information elements:

Responding address Connected party number (Note 2)
Connected party sub-address (Note 2)

Originator Cause

Reason Cause

NS-User-Data User-user

NOTES

1 Receipt of a RESTART message shall be mapped to an N-DISCONNECTIndication primigéverfo
active NCassociated with théSDN channel(s) or interface(s) being restarted. The Cause information
element inthe RESTARTmessage is treated in the same manner as the Cause inforebetiemt in the
first clearing message of a normal call clearing procedure.

2 Depending on a variety of factors, an NSadRiressmight be totally encoded in a Connecfeatty
number informationelement, totally encoded in a Connectetty sub-addresmformation element or
encoded partially in a Connected party Numinéormation elemengand partially in a Connected party
sub-address information element. See Recommendation 1.334.

C.4.1  Primitive/message mapping

When an NL entityreceives an N-DISCONNECT request primitifrem an NS-user it sends an appropriate clearing
messagéeither DISCONNECT, RELEASE or RELEASE COMPLETE, dependinghenstate of th&rame modecall —
see5.4.3).However, ifthe NL entity hagreviouslyinitiated call clearing, or clearing has been initiated by the network,
clearing is completed according to the procedures of 5.4.3.

If an NL entity detects an error in the operation of@h833protocol forwhich theproper action is to cleahe call (e.qg.
seeb5.7/Q.931 and 5.8/Q.931), theppropriate clearing message sent. If the call is associated with an NC, an
N-DISCONNECTIndication is signalled to the NS-user. Similarly fiame mode case A, the underlying circuitnode
bearer connection is cleared, an N-DISCONNE@dication is signalled to all NS-users supported by thesrer
connection.
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When an NL entityeceiveshe first clearingnessage of a normal or abnormal cleasaguence (either DISCONNECT,
RELEASE, or RELEASE COMPLETE), it signals an N-DISCONNEG®iHication primitive to the NS-user, and
completesthe clearing procedure according @4.4. If, however, the NS-user hadpreviously signalled an

N-DISCONNECT request, or the NL entityd previouslyindicated arN-DISCONNECTIndication (i.e. in thease of a

clear collision), no additional primitive shall be issued.

NOTE - If the received clearingnessage is in response tcSBETUP messagehe NL entity may retry theall if the
NC-establishment delay QCsib-parameter of the-CONNECT requesprimitive has notbeen exceededather thanmmediately
signalling an N-DISCONNECT indication tthe NS-user. The NL entity may, aslacal matter, use the content of the Cause
information element to determine whether or not to retry. The interval between retries is similarly a local matter.

When an NL entityeceives a RESTART message, it signals an N-DISCONNEG@iEation primitive tothe NS-user for
each NC associated with tHE8DN channel(s) or interface(s) being restartadd completesthe restart procedure
according tdb.5.2.1f, howeverthe NS-user hagreviously signalled an N-DISCONNEG€quest, or the NL entity had
previously indicated an N-DISCONNECT indication, no additional primitive shall be issued.

If either NL entity wishes to disconnect an NC, it signaldNaDISCONNECT indication primitive to the NS-user and
transmits an appropriate clearing message (DISCONNRELEASE or RELEASE COMPLETE) to the network. If,
however, the NL entity wishes to reject an NC instead of attempfirsgne modecall (e.g. due to insufficienesources),
then it signals an N-DISCONNECT indication primitive but does not send any clearing message.

C.4.2  Originator and reason

TableC.4 shows thenapping fromthe cause value, locati@and diagnostic fields of the Causgormation element to
originator and reason parameters of the N-DISCONNECT indication primitive.

TableC.5 shows thenapping fronthe originator and reasgrarameters ahhe NDISCONNECT primitives tahe cause
value and diagnostic fields of the causdormation element. The value tife location field of the causaformation
element is always “user”.

C.4.3 NS-user data

When an NL entity receives an N-DISCONNECT request primitighdtl mapthe NS-user datparameter (if present) to
the User-user information element in the first clearimgssaggi.e. either DISCONNECT, RELEASE or RELEASE
COMPLETE). The protocol discriminator field shall be encoded as “OSI high layer protocols”.

When an NL entityeceiveshe first clearingnessage associategth normal call clearing (i.e. DISCONNECT)), it shall
mapthe User-user information element (if present) to the NS-userpadataneter othe N-DISCONNECT indication
primitive signalled tahe NS-user. Checking of throtocol discriminator field ofhe User-user information element is
implementation dependent.

C.4.4 Responding address

Local operation determinethe content of the Connectgihrty number information elememind/or connectegbarty
sub-address information element in the first cleanressagdi.e. RELEASE or RELEASE COMPLETE) sent during
call rejection. The relationship between NSAP addreaadsQ.933information elements is defined Recommenda-
tion 1.334.
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TABLE C.4/Q.933

Mapping of cause information element contents to the originator and
reason parameters of the N-Disconnect primitives

Location Cause Value Diagnostic Originator Reason
User #16, Normal call clearing NS-User, NS-User Disconnection-normal condition

Normal
NS-User NS-User Disconnection-abnormal condition
Abnormal
NS-Provider, NS-Provider Disconnection-permanent conditig
Permanent
NS-Provider, NS-Provider Disconnection-transient condition
Transient

#21, Call Rejected NS-User, NS-User Connection rejection permanent
Permanent condition
NS-User, NS-User Connection rejection — transient
Transient condition
NS-Provider, NS-Provider Connection rejection, reason
Permanent unspecified/permanent condition
NS-Provider, NS-Provider Connection rejection, reason
Transient unspecified/transient condition

#88, Incompatible User-user |IE NS-User Connection rejection — incompatih

destination identifier information in

NS-user-data

#49, Quality of Service NS-User, NS-User Connection rejection-QOS not

unavailable Permanent available-permanent condition
NS-User, NS-User Connection rejection-QOS not
Transient available-transient condition
NS-Provider, NS-Provider Connection rejection-QOS not
Permanent available-permanent condition
NS-Provider NS-Provider Connection rejection-QOS not
Transient available-transient condition

Any #1, Unallocated (unassigned) Any NS-Provider Connection rejection — NSAP

number address unknown

#22 Number changed

#28 Invalid number format

#88, Incompatible Called party NS-Provider Connection rejection — NSAP

destination number or Called address unknown
party sub-address
IE identifier
|E identifier other | NS-Provider Connection rejection — reason
than those unspecified/permanent condition
specified above
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TABLE C.4/Q.933 ¢oncludedl

Mapping of cause information element contents to the originator and
reason parameters of the N-Disconnect primitives

Location

Cause Value

Diagnostic

Originator

Reason

#17, User busy
#18, No user responding

#34, No circuit/channel
available

#41 Temporary failure

#42, Switching equipment
congestion

#44, Requested
circuit/channel not available

Any

NS-Provider

Connection rejection — NSAP
unreachable/transient condition

#3, No route to destination

Transient or
unknown

NS-Provider

Connection rejection — NSAP
unreachable/transient condition

#2, No route to specified
transit network

#27, Destination out-of-orde
#38, Network out-of-order

#50, Requested facility not
subscribed

#57, Bearer capability not
authorized

#58, Bearer capability not
presently available

#63, Service or option not
available, unspecified

All causes in the "Service or
option not implemented"
class

Any

NS-Provider

Connection rejection — NSAP
unreachable/permanent condition

#3, No route to destination

Permanent

NS-Provider

Connection rejection — NSAP
unreachable/permanent condition

#26, Non-selected user
clearing

#41, Temporary failure

Any

NS-Provider

Disconnection — transient conditiq

All causes in the following
classes: service or option no
implemented; invalid
message; protocol error

t

Any

NS-Provider

Connection rejection — reason
unspecified/permanent condition
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TABLE C.5/Q.933

Mapping of originator and reason parameters

of cause information

element contents

Originator Reason Cause Diagnostic

NS-User Disconnection-normal condition #16, Normal call clearing | NS-User, Normal
Disconnection-abnormal condition #16, Normal call clearing | NS-User, Normal
Connection rejection — permanent condition #21, Call rejected Permanent
Connection rejection #21, Call rejected Transient
Connection rejection — QOS not #49, Quality of Service Transient
available/transient condition unavailable
Connection rejection — QOS not #49, Quality of Service Permanent
available/permanent condition unavailable
Connection rejection — incompatible information #88, Incompatible destinatior) User-user IE identifier
in NS-User-Data

NS-Provider Disconnection — permanent condition #16, Normal Call Clearing NS-Provider, Permanent

Disconnection — transient condition

#16, Normal Call Clearing

NS-Provider, Transient

Connection rejection — NSAP unknown

#88, Incompatible Destina

ticCalled party Sub-address
or Called Party Number
IE identifier

Connection rejection - NSAP
unreachable/transient condition

#3, No route to destination

NS-Provider, Transient

Connection rejection - NSAP
unreachable/permanent condition

#3, No route to destination

NS-Provider, Permanent

Connection rejection, QOS not #49, Quality of Service Permanent
available/permanent condition unavailable

Connection rejection, QOS not #49, Quality of Service Transient
available/transient condition unavailable

Connection rejection, reason #21, Call Rejected Permanent
unspecified/permanent condition

Connection rejection, reason #21, Call Rejected Transient

unspecified/transient condition

NOTE — The Cause Location field is always coded as “user” by the NL entity in an end system.
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Appendix |

Window size for a data link layer protocol
(This appendix does not form an integral part of this Recommendation)

This appendimay beused to negotiate the window sizarameter ofthe data linkayer protocol. The following formula
should be used to calculate the window size:

k=2+Tyg xR/ (4x Ly
where
Ly data frame size in octets;
R, throughput bits/sec;
Tyy end-to-end transit delay in sec;

k window size (maximum number of outstanding | frames).

The window size should be negotiated as follows. The originating user should calculate k usabgviandormula
substitutingMaximum end-to-endransit delayand outgoingmaximum framesize for Ty and Ly respectively. The
SETUP message shall include the link layer protocol parameters, the link layer core paramettbes end-to-end transit
delay information elements. The destination useould calculate its own k using trebove formulasubstituting
cumulative end-to-end transit deland its own outgoingnaximum framesize for Ty and Ty respectively. The
CONNECT messagshall include the linkayer core parameteend the end-to-end transiélay information element so
that the originating user can adjust its k based on the informedioveyed inthese |IEs. The originating user should
calculate k using thabove formulasubstituting cumulative end-to-end transit dedayd Incoming maximum frame size
for Tiq and Ly respectively.

Acronyms used in this Recommendation

ABM  Asynchronous Balanced Mode (of HDLC)
ARM  Asynchronous Response Mode (of HDLC)
BC Bearer capability

G Indicated B or H Channel
G Any B or H Channel

Cx Established B or H Channel
C/IR Command/Response

CONS Connection Mode Network Service
D The D Channel

DE Discard Eligible

DLCI Data Link Connection Identifier

ET Exchange Termination

FCS Frame check sequence

FH Frame Handler

FMIF  Frame Mode Information Field
HDLC High Level Data Link Control (procedures)
IE Information Element

ISDN  Integrated Services Digital Network

ISO International Standard Organization
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LAN Local Area Network

LAPB Link Access Protocol-Balanced

LLC Low Layer Compatibility

NRM  Normal Response Mode (of HDLC)

NT2 Network Termination of type two

oSl Open System Interconnection

PVC Permanent Virtual Connection

RFH Remote Frame Handler

SABME Set Asynchronous Balanced Mode Extended (frame)
SAPI Service Access Point Identifier (see Recommendation Q.921)
TA Terminal Adaptor (see Recommendation 1.411)

TE1 Terminal Equipment of type 1 (see Recommendation 1.411)

UA Unnumbered Acknowledgement (see Recommendation Q.921)
XID Exchange Identification (see Recommendation Q.921)
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